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1.1 Enabling Audit in Deployment Database
Login/Logout time, User Name, Role, OU, Machine IP, Activity, Task, Service information will get insert into Deployment Database for Audit based on the value set in AuditState parameter.
For enabling audit in DEPDB, following changes needs to be done.

Audit State value needs to be changed in Web.Config file under IIS folder in Web Server and also in serversocket.exe.config under RT2 folder in App Server.

<add key="AuditState" value="" />

If Single Server Setup, then serversocket.exe.config file need not to be modified.

AuditState value can have the following values,

· If the Audit state is Blank, Then no tables will get inserted (Default Value)

· If the Audit state is 1, then fw_admin_audit_login table will be inserted.

· If the Audit state is 2, then fw_admin_audit_login, fw_admin_audit_activity tables will be inserted.

· If the Audit state is 3, then following tables will be inserted.


(i)fw_admin_audit_activity


(ii)fw_admin_audit_login


(iii)fw_admin_audit_srvdtl


(iv)fw_admin_audit_transport


(v)fw_admin_audit_service

1.2 Purging Deployment Database Audit Data

Compile the below embedded function and stored procedure in Deployment Database.





Execute the sp fw_audit_data_purging with 2 paramaters (from & to date). This will move the records to a new table and delete the data.

(e.g.) exec fw_Audit_data_purging '2011-02-03,'2011-02-09'
Refer schedulers list to configure this purging as SQL Jobs scheduler.
1.3 Enabling Deadlock Trace On SQL Server Startup
We first need to enable the sp_configure option called ‘scan for startup procs’.

EXEC sp_configure 'show advanced option', '1';
RECONFIGURE
EXEC sp_configure 'scan for startup procs', '1';
RECONFIGURE
Now, need to create a stored procedure that will be run when the SQL server service starts.

Use Master
GO
IF OBJECT_ID('enableDeadlockTrace') IS NOT NULL
    DROP PROC enableDeadlockTrace
GO
CREATE PROC [dbo].[enableDeadlockTrace]
AS
BEGIN
      DBCC TRACEON (3605,1204,1222,-1)
END
GO
The last step is to make the stored procedure that we created  a start-up proc. sp_procoption is a system procedure that sets a stored proc for the start-up. Using sp_procoption, you can turn on or off the start-up proc.

Enable deadlock trace stored proc

EXEC sp_procoption N'enableDeadlockTrace', 'startup', 'on'
***Disable deadlock trace stored proc – Use this command if you want to disable 
EXEC sp_procoption N'enableDeadlockTrace', 'startup', 'off'

1.4 Post-Installation Checklist

After installation, follow the checklist below to help ensure that you have a successful installation:
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1.5 Performance Monitor

To monitor the application performance, various parameters are listed in the attached document. This has to monitored on a daily basis.
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1.6 RVWUSER Credentials Change and RDW Password Impact
The embed document explain how to change rvwuser credentials in ramco aviation 5x series solution throughout the application.

i. It contains the sequence of steps to do the rvwuser credentials change in application.

ii. Please refer screen shots in every section which makes a lot easier to use the document to achieve the task.

[image: image5.emf]RAMCO-RVWUSER-C REDENTIALS-CHANGE.pdf


iii. Below attached document contains the sequence of steps on RDW Password Impact.
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1.7 Recommend Settings for RM Server performance Improvements
1.7.1. SQL Server Memory Configuration 
Right Click SQL server ( Properties ( Memory ( 
Define Min memory = 0

Max Memory = 75 Percentage of RAM 
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1.7.2 Database File Initialization
1. Click Start | Control Panel | Administrative Tools | Local Security Policy 

2. In Local Security Policy window, expand Security Settings and then expand Local Policies.

3. In Local Policies, expand User Rights Assignment folder. All the user specific policies will be displayed on the right side panel.

4. In the right panel, double click Perform Volume Maintenance Tasks 

5. This will open up Perform Volume Maintenance Tasks Properties window as shown in the below snippet. 

6. On the Local Security Setting tab, click Add User or Groups… button, this will open up Select Users or Groups dialog box where you need to add the SQL Server Service Account and then Click OK to exit the Select Users or Groups dialog box. 

7. Click OK to exit the Perform Volume Maintenance Tasks Properties window.

8. Finally click Start | Run and type the following command gpupdate /force to apply the modification in the security policy immediately. 
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1.7.3 Lock Pages in Memory
1. On the Start menu, click Run. In the Open box, type gpedit.msc.

The Group Policy dialog box opens.

2. On the Group Policy console, expand Computer Configuration, and then expand Windows Settings.

3. Expand Security Settings, and then expand Local Policies.

4. Select the User Rights Assignment folder.

The policies will be displayed in the details pane.

5. In the pane, double-click Lock pages in memory.

6. In the Local Security Policy Setting dialog box, click Add.

7. In the Select Users or Groups dialog box, add an account with privileges to run sqlservr.exe.
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1.8 Customized Login Page

Following are the deliverables for customizing login page customer wise by putting their own custom image.

a. Customized Login Page

: CustomLogin.htm (.../IIS/Extui/Security)

b. Style Sheet Name


: style.css (.../IIS/Extui/resources/css)

c. Background Banner File Name
: custombanner_bg.jpg 
(.../IIS/Extui/resources/images)

d. Image File Name


: customimg_bg.jpg 
(.../IIS/Extui/resources/images)

User can put their customized image and deployed as specified above and set the value for defaultLoginPage parameter as “CustomLogin” in ApplicationSettings.js file under .../IIS/Extui


Ramco Aviation Solution


Version 5.8


Post Installation Settings





Corporate Office and R&D Center


Ramco Systems Limited, 


64, Sardar Patel Road, Taramani , 


Chennai – 600 113, India


Office + 91 44 2235 4510 / 3090 4000


Fax       +91 44 2235 2884


Website - �HYPERLINK "http://www.ramco.com/"�www.ramco.com�








Cover













		Document Details

		Document Id		Trn-PerfMon-<Project Name>

		Version #		1.0

		Document Name

		Status		Open

		Authoring Details

		Prepared By

		Date

		Approved by

		Date

		Revision Details

		Date		Details























		Proprietary & Confidential







General Observations
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Top Queries

		Top Queries with Maximum Elapsed Time		select TOP 25
  SUBSTRING(text, (statement_start_offset/2)+1, 
  ((CASE statement_end_offset WHEN -1 THEN DATALENGTH(text)
  ELSE statement_end_offset
  END - statement_start_offset)/2) + 1)  AS 'Statement Text',
  creation_time        AS 'Creation_Time',
  last_execution_time       AS 'Execution_Time',
  execution_count        AS 'Execution_Count',
  (total_worker_time  / execution_count)/(1000)
             AS 'Average_Worker_Time_MSec',
  total_physical_reads / execution_count  AS 'Average_Physical_Reads',
  total_logical_reads / execution_count  AS 'Average_Logical_Reads',
  total_logical_writes / execution_count  AS 'Average_Logical_Writes',
  (isnull(total_physical_reads,0) + isnull(total_logical_writes,0) + isnull(total_logical_reads,0))/execution_count
             AS 'Average_IO',
  (total_elapsed_time / execution_count)/(1000)
             AS 'Average_Elapsed_Time_MSec'
from sys.dm_exec_query_stats
cross apply sys.dm_exec_sql_text (sql_handle)
where creation_Time >  (getdate() -1 )
order by Average_Elapsed_Time_MSec DESC



		Statement Text		Creation_Time		Execution_Time		Execution_Count		Average_Worker_Time_MSec		Average_Physical_Reads		Average_Logical_Reads		Average_Logical_Writes		Average_IO		Average_Elapsed_Time_MSec



















































		Top Queries with Maximum CPU time		select TOP 25
  SUBSTRING(text, (statement_start_offset/2)+1, 
  ((CASE statement_end_offset WHEN -1 THEN DATALENGTH(text)
  ELSE statement_end_offset
  END - statement_start_offset)/2) + 1)  AS 'Statement Text',
  creation_time        AS 'Creation_Time',
  last_execution_time       AS 'Execution_Time',
  execution_count        AS 'Execution_Count',
  (total_worker_time  / execution_count)/(1000)
             AS 'Average_Worker_Time_MSec',
  total_physical_reads / execution_count  AS 'Average_Physical_Reads',
  total_logical_writes / execution_count  AS 'Average_Logical_Writes',
  total_logical_reads / execution_count  AS 'Average_Logical_Reads',
  (isnull(total_physical_reads,0) + isnull(total_logical_writes,0) + isnull(total_logical_reads,0))/execution_count
             AS 'Average_IO',
  (total_elapsed_time / execution_count)/(1000)
             AS 'Average_Elapsed_Time_MSec'
from sys.dm_exec_query_stats
cross apply sys.dm_exec_sql_text (sql_handle)
where creation_Time >  (getdate() -1 )
order by Average_Worker_Time_MSec DESC



		Statement Text		Creation_Time		Execution_Time		Execution_Count		Average_Worker_Time_MSec		Average_Physical_Reads		Average_Logical_Writes		Average_Logical_Reads		Average_IO		Average_Elapsed_Time_MSec



















































		Top Queries with Maximum IO		select TOP 25
  SUBSTRING(text, (statement_start_offset/2)+1, 
  ((CASE statement_end_offset WHEN -1 THEN DATALENGTH(text)
  ELSE statement_end_offset
  END - statement_start_offset)/2) + 1)  AS 'Statement Text',
  creation_time        AS 'Creation_Time',
  last_execution_time       AS 'Execution_Time',
  execution_count        AS 'Execution_Count',
  (total_worker_time  / execution_count)/(1000)
             AS 'Average_Worker_Time_MSec',
  total_physical_reads / execution_count  AS 'Average_Physical_Reads',
  total_logical_writes / execution_count  AS 'Average_Logical_Writes',
  total_logical_reads / execution_count  AS 'Average_Logical_Reads',
  (isnull(total_physical_reads,0) + isnull(total_logical_writes,0) + isnull(total_logical_reads,0))/execution_count
             AS 'Average_IO',
  (total_elapsed_time / execution_count)/(1000)
             AS 'Average_Elapsed_Time_MSec'
from sys.dm_exec_query_stats
cross apply sys.dm_exec_sql_text (sql_handle)
where creation_Time >  (getdate() -1 )
order by Average_IO DESC



		Statement Text		Creation_Time		Execution_Time		Execution_Count		Average_Worker_Time_MSec		Average_Physical_Reads		Average_Logical_Writes		Average_Logical_Reads		Average_IO		Average_Elapsed_Time_MSec























































Block Details Who3 & Who5

		sp_who5



		session_id		status		Waittime (Mts)		wait_type		cpu_time		reads		writes		Elapsed (Mts)		statement_text		command_text		command		login_name		host_name		program_name		last_request_end_time		login_time		open_transaction_count		login_time		open_transaction_count





		sp_who3



		inputbuffer		minutes		spid		kpid		blocked		waittype		waittime		lastwaittype		waitresource		dbid		uid		cpu		physical_io		memusage		login_time		last_batch		ecid		open_tran		status		sid		hostname		program_name		hostprocess		cmd		nt_domain		nt_username		net_address		net_library		loginame		context_info		sql_handle		stmt_start		stmt_end		request_id





Res Lock Info

		sp_lock



		Block Details #: 1

		spid		dbid		ObjId		IndId		Type		Resource		Mode		Status



















































































































































Wait Types Summary

		select * from sys.dm_os_wait_stats
where wait_time_ms <> 0
order by wait_time_ms desc
go



		wait_type		waiting_tasks_count		wait_time_ms		max_wait_time_ms		signal_wait_time_ms





Dead Lock Details

		for enabling deadlock trace
dbcc traceon (3605,1204,1222, -1) WITH NO_INFOMSGS
for disabling deadlock trace
dbcc traceoff (3605,1204,1222, -1) WITH NO_INFOMSGS






		#		Occurred Date & Time		Error log Details





DepDB Detailed Reports

		USE DEPDB
GO

select  e.componentdesc,a.activityname,a.taskname,b.activitydesc,d.taskdesc, 

d.tasktype,a.taskstatus,a.starttime,a.endtime,DATEDIFF(ss,a.starttime,a.endtime) as 'Duration in Sec'

 from fw_admin_audit_activity a,

fw_req_activity b,

fw_req_activity_ilbo_task c,

fw_req_task d,

fw_req_component_local_info e

where a.StartTime between  '2013-01-01 00:00:00.000' and  '2013-01-02 00:00:00.000'

and a.activityname =b.activityname

and c.activityid=b.activityid

and c.taskname =a.taskname

and d.taskname=c.taskname

and e.componentname=b.componentname






		componentdesc		activityname		taskname		activitydesc		taskdesc		tasktype		taskstatus		starttime		endtime		Duration in Sec















DepDB Occ > 30 Sec

		
USE DEPDB 
go
DECLARE @occur_no int,@Sec_more_than int
SELECT  @occur_no = 1,@Sec_more_than = 30
SELECT CONVERT(VARCHAR(20),aud.StartTime,106) Date, 
ISNULL(act.ComponentName,'') ComponentName,
ISNULL(act.ActivityName,aud.ActivityName) ActivityName ,ISNULL(act.ActivityDesc,aud.ActivityName) ActivityDesc,
ISNULL(tsk.TaskName,aud.TaskName) TaskName,ISNULL(tsk.TaskDesc,aud.TaskName) TaskDesc,
count(*) TotalOccurrence,
Sum (CASE when SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),1,2) * 3600 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),4,2) * 60 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),7,2) >= @Sec_more_than then 1 else 0 end) as 'Occ > 30Sec',
max (SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),1,2) * 3600 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),4,2) * 60 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),7,2)) 'Max Duration (Sec)',
min (SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),1,2) * 3600 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),4,2) * 60 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),7,2)) 'Min Duration (Sec)',
avg (SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),1,2) * 3600 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),4,2) * 60 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),7,2)) 'Avg Duration (Sec)'
from fw_admin_audit_activity aud (nolock)
LEFT OUTER JOIN  depdb..fw_req_activity act (nolock) ON
aud.ActivityName            = act.ActivityName
LEFT OUTER JOIN  depdb..fw_req_task tsk (nolock) ON
aud.TaskName                = tsk.TaskName,
fw_admin_audit_login lgn (nolock)
where 
aud.SessionID         = lgn.SessionID
and     StartTime between  '2013-01-07 00:00:00.000' and  '2013-01-08 00:00:00.000'
group by 
CONVERT(VARCHAR(20),aud.StartTime,106),
ISNULL(act.ComponentName,'') ,
ISNULL(act.ActivityName,aud.ActivityName)  ,ISNULL(act.ActivityDesc,aud.ActivityName) ,
ISNULL(tsk.TaskName,aud.TaskName) ,ISNULL(tsk.TaskDesc,aud.TaskName) 
having 
Sum (CASE when SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),1,2) * 3600 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),4,2) * 60 +
SUBSTRING(CONVERT(VARCHAR(20),aud.EndTime - aud.StartTime,108),7,2) >= @Sec_more_than then 1 else 0 end) >= @occur_no
order by 1,2,4,6





		Date		ComponentName		ActivityName		ActivityDesc		TaskName		TaskDesc		TotalOccurrence		Occ > 30Sec		Max Duration (Sec)		Min Duration (Sec)		Avg Duration (Sec)





Cached SPs by logical write

		Use AVNAPPDB
GO
SELECT TOP(25) p.name AS [SP Name], qs.total_logical_writes AS [TotalLogicalWrites], 
qs.total_logical_writes/qs.execution_count AS [AvgLogicalWrites], qs.execution_count,
ISNULL(qs.execution_count/DATEDIFF(Second, qs.cached_time, GETDATE()), 0) AS [Calls/Second],
qs.total_elapsed_time, qs.total_elapsed_time/qs.execution_count AS [avg_elapsed_time], 
qs.cached_time
FROM sys.procedures AS p
INNER JOIN sys.dm_exec_procedure_stats AS qs
ON p.[object_id] = qs.[object_id]
WHERE qs.database_id = DB_ID()
ORDER BY qs.total_logical_writes DESC;


		SP Name		TotalLogicalWrites		AvgLogicalWrites		execution_count		Calls/Second		total_elapsed_time		avg_elapsed_time		cached_time











































Cached SPs by physical read

		Use AVNAPPDB
GO

SELECT TOP(25) p.name AS [SP Name],qs.total_physical_reads AS [TotalPhysicalReads], 
qs.total_physical_reads/qs.execution_count AS [AvgPhysicalReads], qs.execution_count, 
ISNULL(qs.execution_count/DATEDIFF(Second, qs.cached_time, GETDATE()), 0) AS [Calls/Second],
qs.total_elapsed_time, qs.total_elapsed_time/qs.execution_count 
AS [avg_elapsed_time], qs.cached_time 
FROM sys.procedures AS p
INNER JOIN sys.dm_exec_procedure_stats AS qs
ON p.[object_id] = qs.[object_id]
WHERE qs.database_id = DB_ID()
ORDER BY qs.total_physical_reads DESC;


		SP Name		TotalPhysicalReads		AvgPhysicalReads		execution_count		Calls/Second		total_elapsed_time		avg_elapsed_time		cached_time
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Summary of steps to change RVWUSER password in Ramco Aviation application: 
 


1. Login to application as adminuser then change the password to the value that has been set in the 
SQL server. 


2. Change the SQL server RVWUSER password. 
3. Run configuration generator 
4. Config and ini files need to be updated with new rvwuser password. 
5. Restart the services. 


 
1. Login to application as adminuser then change the password. 


 
i. Login Ramco Aviation application in administrator account 
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ii. Select Business process -> Deployment Process -> Resource Details 
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iii. Give resource id as RM server name, Resource type as RM server then click Fetch Resource 
ID Details Button.  
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iv. Change user password in the fetched line for the user name: rvwuser. Now enable update 
new password check box and select the line, then click update button and save resource 
details button. 


 


 
 
 


2. Change the SQL server RVWUSER password 
 


i. Connect RM server by administrator login account.  
ii. Go to start menu -> Run -> Type SSMS.  
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iii. Now SQL server management studio will open. Connect Database Engine with sa login 


credentials 
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iv. Open Object explorer (view-> Object Explorer) and navigate to the login folder, where you 
can find rvwuser. 
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v. Right click rvwuser -> select properties. Now a properties window will open.  
 


 
 
 


vi. In both the password and confirm password enter new password for rvwuser and Click ok.  
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3.  Run Configuration generator 
 


i. Run config generator in WEB and APP Server using administrator account. 
 


3.A Recycle vwservice & defaultAppPool in APP server. 
 


i. Go to App server -> start -> run -> Type inetmgr 
 


ii. Now the internet information services manager will open. 
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iii. Expand server name in the left side of window. Select Application pools, in which right click 


vwservice->select recycle option 
  


 
 


 
iv. Similarly, Recycle Default AppPool.  
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3. B Open Internet information service manager in Web server  


 
i. Recycle Default AppPool.  
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4: Reset the password in .config and .ini files in servers. 
 


4. A Update rvwuser password in econnect config and mapping files. 
 


 Go to econnect installed path(Local physical path\econnectconfigurator) and double click 
econnectconfigurationsettings.exe 
 


 Give user name as ‘rvwuser’ and enter rvwuser password credential, RM server name and 
Econnect database name, finally click save button. 
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Note:   
 


In case, if installed econnect is in version 1 series. Please update the below mentioned files with new 
rvwuser password credential for the user rvwuser. 


 
i. Open web.config file from the econnect installed root directory path. Under the appsettings 


node update the rvwuser password for the key ‘DSN’. 
 


ii. Open watcher.exe.config file from the path... eConnect\FileServices. Under the appsettings 
node update the rvwuser password for the key ‘DSN’. 


 
iii. Open web.Config file from the path... eConnect\RamcoIConnect. Under the appsettings node 


update the rvwuser password for the key ‘DSN’. 
 


iv. Go to the path... eConnect\FileServices\dll\dll\XMLDATA. Update rvwuser password for the all 
the mapping xml files (Name ends with xxx_map.xml) in the DATAMAP node. 


 
v. For all the above cases, if rvwuser is not mentioned in the files, please leave the file as it is, 


don’t make any changes. 
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4. B Update rvwuser password in epubs config files. 
 


 
i. Search web.config file in the epubs installed path. 
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ii. Open web.config file and search for user id, if user name is rvwuser then change password by 
rvwuser credentials. In case if its epubs user, no need to change anything. 
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4. C Update other .ini files in server. 
 


i. Go to the web server in the path : virtualworks\iis\extui\NonRVW\ in which open  
Deploy.ini file and update rvwuser password in the same. 
 


 
 
 
 
 
 
 


ii. Have a look at the configuration files mentioned in the below table. Change rvwuser password 
wherever it is used. In case if rvwuser credentials not used, don’t make any change in the 
files. 
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File name Server path Server 
 
MMDSettings 


 
..MMD Installed path\DotnetAutommd\bin\Debug 


 
WEB 


 
Deploy 


 
..Reliability installed path\Bin\Debug 


 
WEB 


 
Deploy 


 
..IIS\Extui\REP 


 
WEB 


 
 


 
4. D Update PackagePrintingIntegInfo.xml file in server. 


 
 


i. Go to the web server in the path : virtualworks\iis\extui\NonRVW\ in which open  
PackagePrintingIntegInfo.xml file and identify the <connectionStrings> node. 


 
 If it is cloud customer, update the User Id and password fields in the connectionstring value 


against the respective Hostname in the ‘name’ attribute of ‘add’ node. 
 


 If it is non-cloud customer, update the User Id and password fields in the connectionstring 
value against the static value Generic in the ‘name’ attribute of ‘add’ node. 
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4.E  Configure the linked server ‘ePubs_lnksrvr’ Password . 


 
i. Connect RM server by administrator login account.  


 
ii. Go to start menu -> Run -> Type SSMS 


 
 


 
 
 
 


 
iii. Now SQL server management studio will open. Connect Database Engine with sa login 


credentials 
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iv. Open Object explorer (view-> Object Explorer) and find ‘epubs_lnksrvr’ node by navigating 
the Server Objects-> Linked Servers folder of connected sql instance. 
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v. Right click on the "ePubs_lnksrvr" node and select "Properties" 


 
 
 


 
 
 


 
 
 


vi. Right click on the "ePubs_lnksrvr" node and select "Properties" 
 
It opens "Linked Server Properties" window and then select the ‘Security’ page in the Top-left.  
 


 Identify the fields ‘Remote Login’ and Password.  
 


 If Remote Login is rvwuser then change password by rvwuser credentials. In case,  
 


it is epubs user, no need to change anything. 
 


  Click ‘Ok’  
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Step 5: Restart the services 


 
5. A Restart the following services in Web server 


 
i. Connect Web server by administrator login account.  


 
ii. Go to start menu -> Run -> Type services.msc and click ok. 
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iii. Now a service window will open. Select IIS Admin service and click restart the service link. 
 


 
 
 


iv. Similarly, restart the services for world wide web publishing service and File watcher. 
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5. B Restart the following services in APP server 
 


i. Connect App server by administrator login account.  
 


ii. Go to start menu -> Run -> Type services.msc and click ok. 
 


iii. Restart the services 
 


• IIS Admin service 
• world wide web publishing service 
• Net.Pipe Listener Adapter 
• Net.Tcp Listener Adapter 
• Ramco.VW.RT.GatewayServerHost 
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 Changes in the RDW Product Configuration files and database for Password changes: 


 


Note: Please use the password Encryption tool to encrypt the password.  


 


The password Encryption tool is available as part of  


<RDW product Dump/ RDW_9.0\CD1\Tools\EncryptPassword> 


 


 
Config File Name / 
Backend Table 


File Path / Database  Key Name /  
Column Name 


Nature of change 


DwAppSettings.xml <RDW Installed folder>\DW 
\DW_REFACTOR\com\ramco\dw\ 
ApplicationXML\ Property 


DBPassword RDW New Encrypted 


Database Password 


 


Ex: 


<add key="DBPassword" 


value="<RDW Database 


Encrypted Password>" /> 


DwAppSettings.xml <RDW Installed folder>\DW\ 
DW_REFACTOR\com\ramco\dw\         
ApplicationXML\ Property 


WindowsPassword RDW App server New 


Encrypted Domain Password 


 


Ex : 


<add key=" 


WindowsPassword" value=" 


<RDW APP Server Domain 


Account Encrypted 


Password>" /> 


 


web.config <RDW Installed 
folder>\DW\BD\APP 


DBPassword RDW New Encrypted 


Database Password 


 


Ex : 


<add key="DBPassword" 


value="< Database 


Encrypted Password>" /> 


 


web.config <RDW Installed folder>\ DW\ 
DW_REFACTOR\com\ramco\dw\Pr


esentation\ Infrastructure 
\InfrastructureServices 


DBPassword RDW New Encrypted 


Database Password 


 


Ex :  


<add key="DBPassword" 


value="< Database 


Encrypted Password>" /> 


 


DWConfig.properties <RDW Installed folder>\DW PASSWORD RDW New Encrypted 


Database Password 


 


Ex:  


PASSWORD=< Database 
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Encrypted Password> 
 


DwDatasourceSQL.config <RDW Installed folder>\ DW\ 
DW_REFACTOR\com\ramco\dw\Pr
esentation 


PASSWORD RDW New Encrypted 


Database Password 


 


Ex:  


<dataSource 


name="SQLOLEDB"


 connectionString="P


rovider=SQLOLEDB;Data 


Source=<Database Server 


Name>;Database=< Dataabse 


Name>;User Id=< Database 


User Name>;Password=< 


Database Encrypted 


Password>;connection 


reset=false;connection 


lifetime=5; min pool 


size=1; max pool 


size=50"/> 


 


dw_datasource RDW product database PASSWORD RDW New Encrypted 


Database Password 


 


Ex :  


update dw_datasource set 


password= '<Encrypted 


database Password>'where 


datasource_id=2 
 


dw_datasource RDW product database PASSWORD RDW New Encrypted 


Database Password 


For the row where 


datasource_id = 201 


 


Ex :  


update dw_datasource set 


password= '<Encrypted 


database Password>'where 


datasource_id=201 
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CheckList

		S.No		Settings		Done?		Remarks

		1		MIME types are added as per the steps provided in the installation document.

		2		ITK path mentioned in Environment Variables

		3		Logo file for report is copied  to path mentioned in CustomReporting.xml file in ..\IIS\ExtUi\ILRT folder

		4		.NET framework re-distributable files are available in the server

		5		Login credentials are properly mentioned in Deploy.ini file in Extui\NonRvw folder.

		6		Code39AzaleaWide2 bar code font installed in all clients

		7		Ramco Client Utility msi package is installed in all clients

		8		Changes in web.config files as mentioned in installation document

		9		Crsytal print control dlls version 12.2.0.290 is package in Ramco client utility. To check the crystal verison available in server. It should be the same version.

		10		All SQL job schedulers are configured and running.

		11		DepDB Audit enabled

		12		ftp path settings for document attachement feature

		13		MMD settings(Latest exe,server details in deploy.ini,printer configuration etc.)

		14		Crystal 32 bit isolation settings

		15		If crystal reports server edition is used, to ensure all rpts are published using crystal publishing wizard

		16		DB Maintenace Plan enabled

		17		Deadlock Trace Enabled

		18		Service broker enabled
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