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[bookmark: _Toc42612311]Actionable Messages
[bookmark: _Toc42612312]Introduction
Adaptive Cards are platform-agnostic snippets of UI, authored in JSON, that apps and services can openly exchange. When delivered to a specific app, the JSON is transformed into native UI that automatically adapts to its surroundings. It helps design and integrates light-weight UI for all major platforms and frameworks.
[bookmark: _Toc42612313]Technical Architecture
Aviation product leverages the capability of inbox monitoring utility which is part of RVW framework to pull the adaptive card into mailbox by user to do context specific transaction without logging into the application and without comprising in security aspect.
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[bookmark: _Toc42612314][bookmark: _GoBack]Prerequisites
[bookmark: _Toc42612315]Host Application
· Actionable messages are built for different applications like BOT Framework, Outlook Actionable messages etc.,
· Actionable messages will be only visible in the outlook version above 2016 and in the outlook web application.

[bookmark: _Toc42612316]Actionable Message Assistance Mail-ID 
· A unique O365 mail-id will be used to send the Actionable message to the user based on the request.
· Example: ramcoassistant@<domain.com>

· End User can send the request to pull the actionable message from ramcoassistant@<domain.com> with defined subject keywords.
 
[bookmark: _Toc42612317]Inbox Monitor
· The Inbox Monitor utility is an Add-in and it is integrated directly into Microsoft Outlook. It provides “Transaction Mail Requests” and “Reply Mail Request” features.
· This utility will be used to listen to the configured email id’s inbox, gathers email content into the database.

[bookmark: _Toc42612318]Actionable messages Utility
· Actionable messages Utility is used to send the requested actionable messages to the user.
· This utility listens to the inbox monitor and gathers the user’s context specific data and sends the Actionable messages to the users corresponding mail id.

[bookmark: _Toc42612319] API INFRA
· API INFRA is required to host API’s which can be consumed in actionable messages.
Actionable Master (Intermediate Service)
· Actionable Master (Intermediate Service) is an API which is used to manage the O365 token validation proposed by Microsoft and consuming the application API with necessary tokens.
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Steps to Create APP ID and CLIENT SECRET for MS GRAPH





1. COPY AND PASTE the below link in the browser.

https://portal.azure.com



2. Sign in to Azure using Microsoft Account (Actionable message assistant Mail Id) 



Ex. ramcoassistant@<domain>.com



3. This will open the azure account homepage, if you have signed into your Microsoft account.



4. Click on the Menu icon on the top left corner and click on AZURE ACTIVE DIRECTORY. 





          [image: D:\Vignesh\Adaptive cards\azure 1.PNG]



5. Click on APP REGISTRATION in the left pane of the window.



       [image: ]  





6. The app registration window opens. Choose New Registration.

       [image: ]  











7. New Registration Dialog box will appears as shown below.



          [image: D:\Vignesh\Adaptive cards\appreg1.PNG]



8. Give any name in the Textbox (optional).

9. Choose Accounts in the Organizational Directory only.

10.  In redirect URI (Optional) tab.

11.  Choose Public client/native (mobile & desktop) in the dropdown list box.

12.  Copy the below code and paste it in the adjacent textbox.

			urn:ietf:wg:oauth:2.0:oob

                [image: D:\Vignesh\Adaptive cards\appreg2.PNG]



13.  Click on Register.

14.  The App Id will be generated successfully as shown in below picture.

       [image: ]    



Copy the application id to main document column



15.  Click on the Certificated and secrets to generate Client secret.



        [image: ]

16.  Click on the new client secret to generate new client secret.

17.  Copy the Client secret to main document column











18.  Click on the api permission and provide Mail.Send permission to the application id 

          [image: ]



19.  Add one more Redirect Url To application id 

20.  Click on the over view and click on Redirect Url based on the image provided

        [image: ]  







21.  Click on the first check box in redirect url and save



             [image: ]





Admin consent for created Client Id: 

1. The created Application must need admin consents to send a mail.

2. Copy and paste this Url in chrome

https://login.microsoftonline.com/{Tenant Id}/adminconsent?client_id={Created Application ID} &redirect_uri=https://login.microsoftonline.com/common/oauth2/nativeclient



3. The Mentioned Url will asks for Tenand’s admin aTenant’so log in.



     [image: Administrator consent dialog.]

	24) After log in, Click on Accept and the success response will be,

https://localhost/myapp/permissions

?tenant={Tenant Id} &state=12345

&admin_consent=True
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ORIGINATOR ID





Steps to Create Originator Id


For security purpose adaptive card need to be registered in actionable message card Dashboard.

1. Copy and Paste the below link in your browser.


https://outlook.office.com/connectors/oam/publish

2. Sign in using actionable message assistant mail id.


Ex. ramcoassistant@<domain>.com


3. The Adaptive card dashboard will open as in the below screenshot.
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4. Create a new provider for the Account.


5. Click on New Provider.


6. The New provider dashboard opens.
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Fill the below details in the Dashboard.


1. Data to be entered:


a. Friendly Name: A unique name (Enter your Application name)

b. Sender Email Address: Enter actionable message assistant mail id


c. Target URLs: Enter domain name where the Api runtime installed(Ex:https://bavnmobiledevut.ramco.com)

 [image: image2.png]Public Key
(Provide your own public key if you want to send signed card payloads)
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2. Public Key: Security option in actionable message card.


· Copy and paste the below end point in chrome.


· End point-https://erpdev.ramcouat.com:4482/oam/api/v1GenerateRSAKeys/2048

·  This end point will provide the Public key and private key.


·  Copy and paste the public key in RSA key of originator generation.


· And note down the private key in separate file


3. Scope of submission:  Choose Organisation. 
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4. Additional Information:  (Don’t enter anything)


a. Click on I accept the Terms and Conditions.


b. Click on Save.


On Clicking of save, a request will be sent to the Organizational Admins with mail Address which is given in Above Additional Information.


After Admins approves the Request a Successful approval mail will be generated.


Note: Copy the provide ID and paste it in main document column.
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Inbox Monitor installation and setup document

1.0 Introduction

The Inbox Monitor utility is a Windows service application and it will work without outlook. It provides “Transaction Mail Requests” and “Reply Mail Request” features. This document explains the steps involved in the installation of Inbox Monitor Utility.

2.0 Prerequisites


The prerequisites are


The machine where the Inbox Monitor utility will be deployed should have the following,


1.  ‘Microsoft .Net Framework 4.0’ or above installed.


2.  It should have accessible to the Exchange servers listed in the Inbox monitor (Internet / Intranet).

3. The port based on the type of IMAP server connection going to used needs to be open. [connectivity details added at last]

4. DTC service needs to be enabled for Transaction.

3.0 Inbox Monitor – Installation:


The inbox monitor package contains the following content. In their click the Inbox Monitor Configure .exe as run as administrator mode.

[image: image1.png]] Inbox Monitor 30720180935 File folder
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The following window screen will appear 
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In the connection string Panel need to enter Workflow database details if it is multi-tenant environment root database details needs to be enter.

App settings panel 


Multi Tenant – Checking enabled the multi-Tenant disabling enabled Single Tenant. 


Debug Option – Checking enables the SMTP traces helps during debug.

Dashboard Mail Auto Deletion – It is applicable to Magna cloud since they are using workflow ping service to monitor.


Transaction Mail Request – Checking enables the Transaction Mail Request in the Inbox Monitor.

Imap Configuration Panel


Single Instance Configuration 

Following screenshot depicts the single instance configuration 
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Mail Id and User Id will be same for Office 365, Gmail … etc but corporate exchange like rsiexchange expects employee id as user id instead mail id to login. 

Imap Server Name, port and SSL Option will differ based on the mail exchange servers you are trying to connect. 


Folder Name will be the Mail folder which you want to Inbox Monitor to look out for mail to process. By default it is Inbox If you would like to check on specific folder you can provide that also but it needs to create before starting of Inbox monitor.

Multi Instance Configuration 

With ref of the below screenshot .


1. Check the Multi Tenant check box then click save in the App settings panel


2. Click the Add button to add tenant information in the Tenant info panel

3. Then DO the steps as mentioned in the single instance then Click Test and save.

4. Repeat the above mentioned steps for adding more Tenant information.
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Service Configuration Panel

Install Service – Clicking of the button will install the Inbox Monitor as windows service in the server. It will install on Local System account by default required to change the log on account based on the server administrator.

Successful installation will get the following command line argument
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After the installation the windows service listed Inbox Monitor as mentioned in the below screenshot
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Change the logon type to actual administrator account as mentioned from below screenshot.
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Start Inbox Monitor 


Click the Start Inbox Monitor will start the inbox monitor service.
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Stop Service



Click the Stop Service will stop the inbox Monitor service.
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Uninstalling Inbox Monitor


Clicking of uninstall service will uninstall the inbox monitor service. Refer the below screenshot.
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		Yahoo Mail




		imap.mail.yahoo.com

		SSL(SslOnConnect)

		993

		



		Rsiexchange (Ramco mail)

		172.16.4.11

		StartTlsWhenAvailable

		143

		





IMAP Configuration for GMAIL account


Google block (by default) third-party mail clients so we need to do following stepS before connecting through inbox monitor.

· See: https://support.google.com/accounts/answer/6010255?hl=en for details.
The page contains a link to enable "Less secure apps" in MyAccount.


· You can also enable "Less secure apps" (third-party mail clients) from:
"MyAccount" > "Sign-in & security" > "Connected apps & sites" > "Allow less secure apps"
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Installation of Core API Runtime Infra & API Services – X-Copy deployment
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This document primarily enumerates the steps needed for installing the generated internal REST API’s (indicated with in the private network of the above block)


Pre-Requisites

1. On a ramco controlled Development, ST, UAT servers ( not applicable for a production server on-cloud or on-premise) (Applicable if deployment is through AzureDev-Ops)

Get the box enabled for an out bound internet connection to the following domains from IMG for RT installation.


· https://vstsagentpackage.azureedge.net/

· https://dev.azure.com/vw20/ 


· https://vwapie.visualstudio.com/

2. Install .NET Core 2.2 - aspnetcore-runtime-2.2.1-win-x64 on the API Application server -  \\ramconas10\tes\VWREPOSITORY\framework-proj-scripts\pre-requisites

3. After installation validation – 

· In the command prompt type "dotnet -- info". It should show the .NET Core runtime version installed. 


[image: image2.png]C: \Users\3747>dotnet --version

2.2.103







· In the inetmgr console , make sure the ASPnetCoreModuleV2 is registered.
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Installation Steps

1. Deploy the DB scripts in the Root & the Tenant DepDB (tenanted setup) or Root DepDB (non-tenanted setup)

2.  Deploy the API RT Infra.

DB Script Installation – 

1. Core Infrastructure (depdb)script - 

· Script path \\ramconas10\tes\VWREPOSITORY\framework-proj-scripts\netcore-appln-script-rel_1.0.0 (take the latest build)


· Go to the command prompt and run the batch file - “netcore-script.bat” with DB as “DEPDB”.

· After installation validation –Check the error files size, should be 0KB. 


[image: image4.png]:\netcore-appln-script-rel>netcore-script.bat
Usage : netcore-script ServerName LoginName Password DBName






2. Application Script (for OAuth related information) – This script has to be managed by the app developers(application team).Given below is for reference

· Script path -  \\ramconas10\tes\VWREPOSITORY\netcore-client-script-rel\solv-proj

· Go to the command prompt and run the batch file - “solv-client-script.bat” with DB as “DEPDB”.


· After installation validation – Check the error files size, should be 0KB. 


· Note – This script by default will map a user called “serviceuser” to the OAuth Client Id. Application administrator has to create this user through the user administration screen and do the necessary role, OU mapping.


3. Run the DepMetada scripts of the APIServices.


API Infra / RT -


Automated Installation (DEV / ST / UAT installation)



After installing the pre-requisites (mentioned above) , the server can be registered in the Azure dev-ops pipeline. Contact Tech API Support team for devops agen registration registration. This is an one-time step.

Web Deploy Zipped Installation


· Pre-requisites


· Web Deploy 3.6 (MsDepSvc - Web Deployment Agent Service) to be made available on the API server https://www.iis.net/downloads/microsoft/web-deploy

· Get the latest package from \\ramconas10\tes\VWREPOSITORY\framework-proj\netcore-appln-rel (take the latest core-host-1.0.XX folder) and copy it onto the API server.


· Modify the SetParameters.xml with the rel folder (Sample values are given in the following table) files in the latest core host package for both APIHost (Core.API.Host.SetParameters.xml) and RIDSHost Core.IdentityServer.Host.SetParameter.xml).This is the environmental variables for the set up and has to be managed by the deployment team

Core.API.Host.SetParameters.xml- Core.ApiHost

		Parameter Name

		Description

		Example Values



		IIS Web Application Name

		Virtual Directory

		Default Web Site/coreapiops



		AppPool

		API_APP_POOL

		Coreapiops



		RIDSVirtualDirectory

		RIDS_VIRTUAL_DIRECTORY

		coresecurityops



		HostingSettingsDynamicOriginTemplate

		HOST_DYNAMIC_ORIGIN_TEMPLATE

		http://{0}



		HostingSettingsRequireSsl

		HOST_REQUIRE_SSL

		False



		HostingSettingsTenantDiscoveryHostHeader

		HOST_DISCOVERY_HEADER

		Host



		HostingSettingsDeploymentMode

		HOST_DEPLOYMENT_MODE

		Development



		CentralDBConnectionSettingsConnectionString

		CENTRALDB_CONNECTION_STRING

		Data Source=BEBSWARCNV03;Max Pool Size =150;Database=DEPDB;User Id=sa;Password=****



		AuditDBConnectionSettingsConnectionString

		AUDITDB_CONNECTION_STRING

		Data Source=BEBSWARCNV03;Max Pool Size =150;Database=DEPDB;User Id=sa;Password=***





Core.IdentityServer.Host.SetParameter.xml – Core.IdentityServer.Host

		Parameter Name

		Description

		Example Values



		IIS Web Application Name

		Virtual Directory

		Default Web Site/coresecurityops



		AppPool

		API_APP_POOL

		coresecurityops



		HostingSettingsDynamicOriginTemplate

		HOST_DYNAMIC_ORIGIN_TEMPLATE

		http://{0}



		sHostingSettingsRequireSsl

		HostingSettingsRequireSsl

		False



		HostingSettingsTenantDiscoveryHostHeader

		HOST_DISCOVERY_HEADER

		Host



		HostingSettingsDeploymentMode

		HOST_DEPLOYMENT_MODE

		Development



		CentralDBConnectionSettingsConnectionString

		CENTRALDB_CONNECTION_STRING

		Data Source=BEBSWARCNV03;Max Pool Size =150;Database=DEPDB;User Id=sa;Password=***



		HostingSettingsUNCPath

		HOSTINGSETTINGS_UNCPATH

		“”



		AuditDBConnectionSettingsConnectionString

		AUDITDB_CONNECTION_STRING

		Data Source=BEBSWARCNV03;Max Pool Size =150;Database=DEPDB;User Id=sa;Password=***





· Once the SetParameters.xml file is updated, run the Core.Api.Host.deploy.cmd for deploying coreapihost and Core.IdentityServer.Host.deploy.cmd for deploying coresecurityhost.

Note – Batch file should be run in an administrator mode.


· Command Line example for running a batch file: 


        Core.Api.Host.deploy.cmd /Y -enableRule: DoNotDeleteRule


        Core.IdentityServer.Host.deploy.cmd /Y -enableRule: DoNotDeleteRule

X-Copy Installation (DEPRECATED)
 


· Copy the artifact folders "coreapiops" and "coresecurityops" from “C:\inetpub\wwwroot\" on the SOLV UAT Server 10.32.16.26 into destination production server under the same path.


· Change Connection String in “appsettings.json” accordingly to the environment, This should refer to the Central DEP DB . The credentials of “RVWDiradmin” has to be given.


· Configure the IIS


1. Create an application pool - "coreapiops" 

[image: image5.png]‘Add Application Pool ?
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Create a virtual directory - “coreapiops" Map the physical path "C:\inetpub\wwwroot\coreapiops" and coreapiops application pool to this virtual directory 


2. Create an application pool -  "coresecurityops" 
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Create a virtual directory in the name "coresecurityops" .Map the physical path "C:\inetpub\wwwroot\coresecurityops" and coresecurityops application pool this virtual directory.

After installation validation - Launch the URL 

Core security Ops - 


https://<host>coresecurityops/.well-known/openid-configuration

A JSON discovery document has to be returned.


https://<host>coresecurityops/v1/badge/version

Core Api Ops -


https://<host>/coreapiops/v1/badge/version


 
Both URL should return a JSON string like "{"productVersion":"1.0.3"}". (This is the RT build number)

Note - Application administrator must give the authorization privileges for the API services.


 
 
  


- End of Document -
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Client Credentials Flow

[bookmark: _Toc42612312]Introduction

[bookmark: _Toc42612313]The OAuth 2.0 client credentials grant flow permits a web service (confidential client) to use its own credentials, instead of impersonating a user, to authenticate when calling another web service. In this scenario, the client is typically a middle-tier web service, a daemon service, or a web site.

Client Credentials Generation

Use the attached the RIDS tool to generate the client credentials based on the below diagram.





[image: ] 


Steps: 

· Type as client credentials in Client description

· Select client credentials in client flow

· Choose the path to generate the meta data file

· Click on generate

· Client id and client secret will be generated in client information section.

· Please note it down for the future reference.

· Deploy the generated meta in depdb of the server







Token Generation:



· To access the api , need to generate the access token using the client credentials

· Please refer the below image to generate the Authentication token using client credentials

· URI - https://<server hosted url>/coresecurityops/connect/token

[image: ]

· Grant_type :client_credentials

· Client_id – generated client id using RIDS tool

· Client secret – Generated client secret using RIDS tool

· Scope – rvw_nonimpersonate

· Click on send to generate the authentication token



[image: ]

· Take the access_token from response and use it to access the api.

· This token should be to be added as “Authorization” in header while consuming the RVW API

· [bookmark: _GoBack]Format – “Authorization : Bearer access_token”
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RIDS_Latest_tool/GenerateRIDSMetadata (1).exe
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Utility for Adaptive card

A utility has been created to send the Adaptive card based on the users request. The utility will bind the card along with the values and the APIs and will send along card to the user.

Process Flow Diagram
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1) Unzip the file which located at extui\Mailit\actionable_message


File name:  Actionable_messages


2) The Application file is located in extui\Mailit\actionable_message\. 


Exe name: send-actionable-message.exe

3) Configuration file will be located in actionable_messages\card_config.xml

4) Set the Environmental path for adaptive cards as Adaptivecards_Home, and mention the path where the Card_config.xml file deployed.


5) Fill the needed data in card_config.xml file from main document columns

Card_config.xml file:
[image: image4.png]raAmaco




 

		ApiUrl

		The URL of the API which is hosted on the server



		Connection String

		Contains the server name, database name and username and password to establish the connection to the sql server


Datasource - Server name of the server.


Initial catalog - database in which the tables exist.


Username - username of the server


Password  - password to connect the server



		OUInstance

		Set the OUInstance value



		Application Id

		Id which is generated from MS GRAPH.(Refer  ms graph configuration



		ClinetSecretId

		Id will be generated from the MS GRAPH. (Refer ms graph configuration



		Langid   

		Language id





		Role                      

		Role of the organization



		Originator Id     

		Id which is generated in Adaptive card Dashboard.(Refer Steps to  Create Originator Id



		TriggerMail              

		Common mail ID 






		Password                  

		Password for the Common mail ID






		filepath

		Where the card files are deployed


Ex: extui/Mailit/actionable_messages



		upeenabled

		No



		Private key

		If private key is not there in Card_config.xml file


Add <privateKey></privateKey>


Private key which is generated using adaptivecard_publickeygen_docs.doc



		rvwapiClientID

		RVW api client id



		rvwapiClientsecret

		RVW api client secret
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Windows Task Scheduler


Creating a Task Scheduler

1) Before start the scheduler you should have Admin Rights in system.

2) To open Windows Scheduler go to the Start menu and in the search box type "Scheduler", then it will display the Task Scheduler. Click on that.
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3) After clicking on it, a window will open where you can create a task. Click on the "Create Task" link on the right side and it opens the "Create Task" window. In this window we have a couple of tabs, like General, Triggers, Actions and so on.

In the General tab we need to provide the scheduler name and description details. Please see the following screenshot:
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4) In the Triggers tab we need to set when the scheduler will start and what the time interval details are.

In the following screenshot, I have set it depending on my requirements. In other words I have set here that my .exe should execute at one minute intervals for an indefinite amount of time. In the screen I have checked Daily, Repeat task every day with 1 minute.

So you need to set it depending on your requirements, either daily, weekly or monthly.
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5) In the Actions tab we need to set only what the scheduler will execute.

In the following screenshot I have selected the Action as "Select Program" because we need to execute an .exe file.

Next browse to where your exe file is present in your directory. Click OK.

              [image: image4.png]Sttus otk that

Summary: 33 ol |

[[Tokhame
B Adobe Acobat
9 AdobeFissh .
B Atagent (ot
B CacheTask

B Configotcs]

[ Gt gen] Aciors

o mustspecy wha acton this sk il peform.

When you cresteatas, youl

P —

Setings

Progamisc:
DyDemo i Consolspp W Conslehpp i [ st

Add aiguments foptionsly
Statin (opionay










1 | Page


[image: image7.jpg]© Ramco Systems. Al rights reserved. All trademarks acknowledged. Ramco Systems Limited. @ WWW.ramco.com







PAGE  

© Ramco Systems 2020. All rights reserved. All trademarks acknowledged. Ramco Systems Limited                                                             ramco.com



[image: image5.jpg]



[image: image6.png]raAmaco




[image: image7.jpg]
image9.emf
Actionablemaster_ins tallation_docs.docx


Actionablemaster_installation_docs.docx
[image: logo copy]



Actionable Master







			





RAMCO AVIATION SOLUTION

Actionable master Installation

(Intermediate Service)



















©2020 Ramco Systems Ltd. All rights reserved. All trademarks acknowledged

ramco













Ramco Aviation Solution









Ramco Aviation Solution











































©2020 Ramco Systems Ltd. All rights reserved. 

All trademarks acknowledged.

This document is published by Ramco Systems Ltd. without any warranty.

No part of this document may be reproduced or transmitted in any form or by any means, electronic or mechanical, for any purpose without the written permission of Ramco Systems Limited.

Improvements and changes to this text necessitated by typographical errors, inaccuracies of current information or improvements to software programs and/or equipment, may be made by Ramco Systems Limited, at any time and without notice. Such changes will, however, be incorporated into new editions of this document. Any hard copies of this document are to be regarded as temporary reference copies only.

The documentation has been provided for the entire Aviation solution, although only a part of the entire solution may be deployed at the customer site, in accordance with the license agreement between the customer and Ramco Systems Limited. Therefore, the documentation made available to the customer may refer to features that are not present in the solution purchased / deployed at the customer site.













Actionable Master	4

Introduction	4



contents		





Actionable Master (Intermediate Service)

[bookmark: _Toc42612312]Introduction

Actionable Master (Intermediate Service) is an API which is used to manage the O365 token validation proposed by Microsoft and consuming the application API with necessary tokens.

[bookmark: _Toc42612314]Prerequisites

· .NET core version 3.1 and above

Installation 

· Unzip the actionablemaster.zip(Available in manual deployment) file and deploy it in /virtualworks/ folder.

· [image: ]



· Open appsettings.Production which is available inside of actionablemaster folder.

· Fill the required details mentioned in the above image.

· Server Domain name : (Domain name of the server)

· Server DomainContainsPort : false (If domain dont have any port)

· Rvw  Base Address(Server internal address)

· Rvw  Token end point (No need to change)

· Rvw  Grant_type (No need to change)

· Rvw  Client_id (RVW api runtime client id)(Generated sing RIDA tool)

· Rvw  ClientSecret (RVW api runtime client secret)( Generated sing RIDA tool)

· Rvw  BearerTokenType (No need to change)

· Rvwscope(No need to change)



Step 3:

· Create a new application Pool with the name actionablemaster and mention the details based on the below image

· [image: ]



Step 4:

· Create a new Application web site with the name ‘actionablemaster’ and mention the path of the actioablemaster folder as per the image.

· Select the pool as actionablemaster and click Ok
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T,
"DisablestringReuse”: true
i3
nservern: {
"DomainName": "hctps://erpdev.ramcouat.com”,
"DomainContainsPorc”: true,
"ReturnUrl": "oam/api/vl/acticnableservice”,
"Mailsubject”: "Request Your Action....",
"secretn: "M,
"Template”: "Mail template.html",
"smepn:
"Host": "smtp.office365.com”,
"Borcn: 527,
"LoginRequired”: true,
"Basswordn: ",
"Sendezm: "
i3
"OanConnector™: {
"OriginatorTd": "%,
"Sendezm: ",
"RSAPrivateKeyXml": "7,
"DefaultkeySizen: 2043

"R {
"BaseAddress”: "hrtps://bavnmobiledevut.ramco.com/"
"TokenEndpoint": "coresecurityops/connect/token”,
"Granc_type": "client_credentials”,
"Client_id": "guvxesoe4aslazpaubzl”,
"ClientSecrec™: "VoWlZmfToqUgn4uQdAVyluJREOZNPULVEGLYrCSYibUZ/TTkECIBCXUUMATEXIZ",
"BearerTokenType": "Bearer”,
"Scope": "rvw_nonimpersonate"
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