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1. Introduction

This installation guide provides necessary guidelines and steps that have to be followed for installing the Release 53 version of Ramco Aviation application suite. 

This document serves the following purposes:

· Acts as a check-list for common pre-requisites for installation.
· Guiding on installation of RVW Run-time for setting up platform for Ramco application installation

· Guiding on installation of RVW Run time patches

· Guiding on installation on Ramco M & E 5.3 Application

2. Prerequisites

There are some common pre-requisites which need to be followed before setting up three tier server system. 

An important step here is to - Set Administrative privilege for “Installation User”
For details you can refer the document embedded below, under the reference section mentioned below:

	Document Name
	Document Attachment
	Reference Section

	Prerequisites.docx
	     
[image: image1.emf]1-Prerequisites.docx
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3. Installation of RVW Runtime

Once Prerequisites have been done, follow the steps mentioned below to install RVW Runtime, which will serve as platform to install Ramco Application. 
There are four main components to RVW Runtime installation:
· File Server Installation

· Web Server Installation
· App server Installation
· RM Server Installation

All of these four servers are to be installed one-by-one in sequence to complete RVW Runtime Installation.

3.1. Client Server

For setting up ‘File Server’, please follow the steps detailed in the document embedded below:

	Document Name
	Document Attachment
	Reference Section

	WebServer.docx
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3.2. Web Server
For setting up ‘Web Server’, please follow the steps detailed in the document embedded below:

	Document Name
	Document Attachment
	Reference Section

	WebServer.docx
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3.3. App Server
For setting up ‘App Server’, please follow the steps detailed in the document embedded below:

	Document Name
	Document Attachment
	Reference Section

	AppServer.docx
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3.4 RM (Database) Server

For setting up ‘RM Server’, please follow the steps detailed in the document embedded below:

	Document Name
	Document Attachment
	Reference Section

	RMServer.docx
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4. RVW Runtime Patches

Deployment of RVW Runtime Patches is the next step.

For an illustrative step-by-step procedure to deploy RVW Runtime patches, please refer the document embedded below:

	Document Name
	Document Attachment
	Reference Section

	RTPatch.docx
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5. Installation of Ramco Aviation M&E 5.3 Application
After the above mentioned servers have been setup successfully, then the next step is to install Ramco Aviation M&E 5.3 Application suite.

For step-by-step guide to Ramco Aviation M&E 5.3 Application, please refer the document embedded below:

	Document Name
	Document Attachment
	Reference Sections

	AppInstManual.docx
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6. Settings on Internet Information Server (IIS)
Once all the above steps are over, there are settings to be done on IIS

For Step-by-Step Guide for IIS related settings, please refer the document embedded below:

	Document Name
	Document Attachment
	Reference Sections

	IISSettings.docx
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7. Supplementary Configuration Settings 

With completion of point 6, the Ramco Aviation Application will start working.  In this “supplementary configuration settings” section the following settings could be done.

7.1. Server Side Settings

· MIME Settings (Web Server) - Mandatory

· SQL Database Mail (RM Server) - Optional
· Reliability Analysis Reporting Tool Setup - Optional
· Non RVW Reports Settings (Web Server) - Optional
· Email & Fax Integration (Web Server) - Optional
· Reports ((Web Server) - Mandatory
· Manage Consolidated Financial Statements Package - Optional
· Automatic Material Movement Document (AutoMMD) Settings (Web Server & RM Server) - Optional
· Bar Code Label Printing – Optional
· Ezee View - Mandatory
7.2. Client Side Settings

· MCR Status Report Client Settings - Mandatory
· Netronics Client Settings - Mandatory

· Object attachment Client Settings - Mandatory

7.3. Others

· Schedulers to be configured - Mandatory

· Scripts to be run - Mandatory

· Synonym Scripts deployment- Mandatory

If you need all or any of the above mentioned functions, please refer the document embedded below.

	Document Name
	Document Attachment

	SupplementarySettings.docx
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8. Admin Settings
For Step-by-Step Guide for Administration related settings. Please refer the document embedded below:

	Document Name
	Document Attachment
	Reference Sections

	Admin Settings.docx
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9. Conclusion

On completion of steps mentioned above, server setup is complete and Ramco Application is installed and ready to use.

Type in the URL of the application installed, in an IE Browser window, which will launch the home page.

Therein you can provide the application user login and password details to login the application, and start using it.
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VirtualWorksTM DotNet Runtime – APP Server Installation



[bookmark: _Toc260852656]1.1 APP Server Installation – Core RT Components

1. Connect to the DEPLOY share (this share gets automatically created) from the File Server machine.  Go to the folder ..\Installer folder under the deploy share and run the file RuntimeSetup.MSI. Click Next on the Introduction screen.
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2. Clicking Next, will redirect to the Confirm Installation Screen where the list of layers appropriate for this server would be listed.  This information depends on the data that was given in the Deployment Wizard application under File Server installation. Currently the assumption is that the WEB and the APP Layers are installed in two separate machines and this document will guide through the APP Server installation steps. So this screen would list only the APP layer.
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3. Clicking Next will complete the installation of APP Layer components.
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4. Once the installation is complete, system will prompt for restarting the server.  Please do not restart the server now. This completes the installation of APP Layer core Runtime components.



[bookmark: _Toc260852657]1.2 APP Server Installation – Deployment Components



1. Connect to the DEPLOY share (this share gets automatically created) from the File Server machine.  Go to the folder ..\Installer folder under the deploy share and run the file DeploymentSetup.MSI. Click Next on the Introduction screen.
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2. Clicking Next, will redirect to the Confirm Installation Screen where the list of components for Layer appropriate for this server would be listed.  This information again depends on the data that was given in the Deployment Wizard application under File Server installation. As specified above this screen would list only the APP layer components. 
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3. Clicking Next will complete the installation of APP Layer Deployment components.
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4. Once the installation is complete, system will prompt for restarting the server.  Please restart the server now. This completes the installation of APP Layer Deployment components. Proceed with VirtualWorksTM RM (Database) Layer Installation.



- End of Document -
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VirtualWorksTM DotNet Runtime – File Server Installation



This document walks through the steps for installing VirtualWorksTM .Net Runtime (Microsoft Version).





[bookmark: _Toc260758094]1.1 File Server Installation

Copy the base installation CD content from the VirtualWorksTM installation kit (..\CD1- RT\RTCD) in to a local directory in the system identified for File Server installation and run the file RSSetup.EXE. 



Note: If there is no separate file server, then consider web server as file server and proceed the installation.


1. The ‘Welcome to Ramco Installer’ screen will be launched.     

    



            





2. Clicking ‘Next’ launches the ’Select Layer’ screen.





            

Note: Only Client option will be selected by default.  Leave this option as it is and proceed further by clicking the Next button.  



3. On clicking ‘Next’ the ‘Select Components’ screen will be launched. This is only an information screen. Click ‘Next’ and proceed further.





         



4. The list of components to be installed will be listed in this screen. On clicking ‘Next’ the ‘Confirmation’ screen will be launched.















5. Click ‘Finish’ to complete the installation.
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You can choose Yes to check the Installation log file though this is not mandatory.



[bookmark: _Toc150764914][bookmark: _Toc260758095]1.1.1 Deployment Setup

After completing the above steps, run the DEPWIZ.EXE from the path ..\Program Files\VirtualWorks (X86)\ADS folder.





1. Launch the Deployment Setup Wizard on the file/web server. Select RM type as SQL. 







2. Click Next to continue. The ‘System Parameters Info’ screen would appear: 



     [image: ]

Select the option “Single Sign On Installation” if the application authentication at Runtime should happen based on Windows User base authentication instead of Application’s internal Security database.

3. Click ‘Next’ to continue. The following ‘Specify Deployment Topology’ screen is launched. Here provide the WEB Server (where the presentation layer components would be deployed) and APP Server Name (where the COM components would be deployed – This forms the middle layer)

  	[image: ]

Note that the ServerSocket Port Number control would be enabled only if the WEB and App server names are different. Meaning, this will be enabled only if the WEB and APP layer installations happen on two different physical machines.  Server Socket Port number can be any valid number between the range 1024 to 65535 which is not used by any other application running in the Application Server. In the above screen shot, the installation assumes the port number to be 12345.



4. Enter the Resource Manager (Database Server) Name, Database, SQL Instance name (in case SQL Server is running on a named instance instead if default instance), Deployment Admin SQL Username and Deployment Admin Password.

Note: The Deployment user name and password specified below will be used by the VirtualWorksTM application at Runtime. The SQL DBA must not modify this SQL user and password through Enterprise Manager (/Management Studio).  This user account will be automatically created by the installer.



[image: ]

5. Click ‘Next’ to continue. The following ‘Initial Role Specifics’ screen will be launched. Provide the Role name that should be used as Administrator Role and the password for “AdminUser” user account. The option Password Case Sensitivity can be selected based on if the user account passwords that are created in the application’s security database should be case sensitive. Click on Finish to complete the installation.
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	This completes the installation of File Server component.



- End of Document -
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This document walks through the prerequisites before start installing VirtualWorksTM .Net Runtime (Microsoft Version) installation. 



1. [bookmark: _Toc264646373]Prerequisites

		Operating System

		Windows 2008/2008 R2. (with latest Service Packs) Note: Application and RM (Database) Servers should always have same OS + Service Pack



		.Net Framework Version

		V 2.0.50727



		VC 7 Runtime

		Installer for this application is packaged along with the installation kit itself. Run the file VC7RuntimeSetup.MSI that is given with the installation kit.



		XML

		MSXML 4.0 + SP2 or above



		DAC

		MDAC 2.8 or WDAC 6.0 or above (in case of Win 2K8 OS). To check the installed version goto regedit --> HKEY_LOCAL_MACHINE\Software\Microsoft\DataAccess  , against Key Name: FullInstallVer, you can see the version number





1.1. [bookmark: _Toc264646374]Server Settings before proceeding with installation



Before proceeding with the installation, make sure that,



· All Servers have sufficient Disk space (as per the Hardware Specification & COTS List) and also partitioned. It is recommended to have atleast one more drive apart from Default “C” Drive. It is advisable to install the VirtualWorksTM in the User partitioned Drive, instead of System Drive (C:)


· System Drive should have partitioned with minimum of 20GB allocation and User Drive with remaining



· User Drives for RM Server should be partitioned to keep Database files and Log files separately. This enhances performance of SQL Server IO operations



· Server name (across all layers) should not have any special characters.  All server names participating in the VirtualWorksTM deployment architecture should start with alphabets and can contain numbers.  Non-Alphanumeric characters are not allowed. Servers should also not have any VirtualWorksTM component name and part of the Server Name.



· Internet Information Services (IIS) and World Wide Web (W3SVC) services are not running in the WEB Server



· Windows Firewall is off for all state viz., Domain Profile, Public Profile and Private Profile.  

During runtime installation, the app and web server will communicate through a port number (which will be defined during installation), to make sure firewall is not blocking this process, the following settings needs to be done.

Also refer section 2.0 Enabling VirtualWorksTM Runtime specific ports in Firewall to set firewall for the ports between the servers 



To change Windows Firewall settings

Go to Server Manager (Start -> Programs -> Administrative Tools -> Server Manager) and click on “Configuration” option ->”Windows Firewall with Advanced Security” on the left pane.



In the right pane, Click “Windows Firewall Properties”, as highlighted in the below screenshot



[image: ]
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Ensure the above rounded firewall state setting is done for all three profiles under separate tabs.

1.1.1. [bookmark: _Toc264646375]Environment Variables Settings



· Set .Net Framework V 2.0.50727 in environment path – Right click on My Computer -> Properties -> Advanced Tab -> Click on “Environmental Variables” button -> Select the “Path” variable from the “System Variables” group and click on “Edit” button.  Add the .Net Framework folder path (for Ex. 32 bit machines - %systemroot%\ \Microsoft.NET\Framework\v2.0.50727, 64 bit machines - %systemroot%\ \Microsoft.NET\Framework64\v2.0.50727) at the end (after adding a ; [semicolon]) and click on OK. 

This setting is required to enable command line invocation of dotnet compiler program.
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· In case if the installation should happen on a different drive other than the default system drive (for ex. instead of C:\Program Files, if the installation should be done on D:\Program Files), then change the Program Files directory path in Registry as below:

· For 32 bit OS – Change the value of the Key ProgramFilesDir under the registry key HKEY_LOCAL_MACHINE\SOFTWARE\ \Microsoft\Windows\CurrentVersion from C:\Program Files to D:\Program Files

· For 64 bit OS – Change the value of the Keys ProgramFilesDir and ProgramFilesDir(X86) under the registry key HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\Microsoft\Windows\CurrentVersion and HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion from C:\Program Files (X86) to D:\Program Files (X86).

Note: This modifies the default program Files installation directory path for all new software installations.  If this is acceptable then proceed with this settings, otherwise change the settings back to original after completing the runtime installation and also ensuring that the applications are launches properly.



1.1.2. [bookmark: _Toc264646376]User Access Control Settings



·  If the installation is being done with a domain user or a local user account, make sure that this user is part of Administrators Group (This can be done through Computer Management Console -> Local Users and Groups -> Groups -> Administrators)



·  If installation is going to be done on WIN 2008 OS, make sure that the following setting is unchecked for the logged in user (domain user or a local user). This is applicable for APP, Web and RM Servers



Go to Control Panel -> Select User Accounts -> Click on the Link “Turn User Account Control on or off” -> Uncheck the checkbox “Use User Account Control (UAC) to help protect your computer” and click on OK.

Note: 1. In the below screenshot ‘RAHUser’ is a sample user account created for demonstration purpose. 2. This setting is required without which Create folder permission will not exist for a non- Administrator User account
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· If installation is going to be done on WIN 2008 R2 OS, make sure that the following settings are done in WEB, APP & RM Servers. 



1. Go to Control Panel -> Select User Accounts -> User Accounts -> Click Change User Account Control Settings -> Move the progress bar to “Never Notify” as shown in the below screenshot.
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2. Goto Start -> Run -> Type Secpol.msc and click OK. A window will open as shown in the below screenshot.  In the left pane of the window goto Local Policies -> Security Options.



In the right pane of the window, set the followings.



a) User Account Control: Detect application installations and prompt for elevation – Disabled



b) User Account Control: Behaviour of the elevation prompt for standard users - Prompt for Credentials



c) User Account Control: Run all administrators in Admin Approval Mode - Disabled

 

3. Restart the Servers



These settings are required without which Create folder permission will not exist for a non- Administrator User account
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1.1.3. [bookmark: _Toc264646377]Server Roles Settings





Generally in Windows 2008 or 2008 R2 server, most of the services are in uninstalled state and wherever we need, we could initiate the required services. 



For installing VirtualWorksTM Runtime, it is mandatory to enable the following Services.



1.1.3.1. [bookmark: _Toc264646378]WEB Server



1. Go to Server Manager (Start -> Programs -> Administrative Tools -> Server Manager) and click on Roles option on the left pane.



2. Select the Web Server (This should have been installed as part of OS. Otherwise click on Add Roles and select Web Server and install the same.) option and click on “Add Role Services” link on the right pane. Refer attached screenshots given below.



3. On the window that gets opened, select the options ISAPI Extensions, ASP.Net and IIS6 Management Compatibility Options and click on next and complete the installation. 
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1.1.3.2. [bookmark: _Toc264646379]APP Server





1. On the Server Manager Console, check if App Server Role appears under the Roles option in the left pane.  If it does not exist, click on the Add Roles in the right pane and install the same. 



2. The Services to be installed in the App Server are

a. Com+ Network Access

b. HTTP Activation

c. Distribution Transactions & its child components, except WS-Atomic Transactions





[image: ]





1.1.4. [bookmark: _Toc264646380]Disabling Internet Protocol Version 6 (TCP/IPv6)



Currently VirtualWorksTM .Net Runtime supports TCP/IP V4 (Version 4). Therefore TCP/IP6 needs to be disabled.



Goto Start -> Network -> Right Click Properties -> Change Adapter Settings ->

Local Area Connection -> Right Click Properties -> Uncheck Internet Protocol Version 6 (TCP/IPv6)



(or)



Goto Start -> Control Panel -> View Network Status and Tasks (under Network and Internet) -> Change Adapter Settings  -> Local Area Connection -> Right Click Properties -> Uncheck Internet Protocol Version 6 (TCP/IPv6)



Note: This setting should be done in WEB, APP and RM Servers.



Refer below given Screenshot



[image: ]









1.1.5. [bookmark: _Toc264646381]RMSERVER Settings





1. Go to Start-> All Programs-> Microsoft Sql server 2008 -> Configuration Tools -> SQL Configuration Manager. Disable Shared Memory Protocol as this is not supported.  This needs to be disabled under both "Protocols for SQL Server" as well as under "Client Protocols".



2. If Sql server is set with instance name and the VirtualworksTM Runtime executable is allowed to run RM server, then do the following settings





Create Alias name for the Server Instance through SQL Configuration Manager. 



Goto SQL Configuration Manager -> SQL Native Client 10.0 Configuration -> Aliases -> Right click -> New Alias…



Give an Alias Name and  TCP Port no (Default is 1433 if it is not changed during SQL Server installation, if TCP port no is changed during installation and not known while creating Alias then change the Protocol to “Named Pipes”).



Give Server Name with ServerName\InstanceName and Click OK



After this setting has done, the sql server should be able to connect with alias name, instead of ServerName\InstanceName. This Alias name should be given in Resource Manager (RM) Server Name during all the course of VirtualWorksTM Runtime installation.



	Refer screenshot given below
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3. Restart SQL Server Services







1.1.6. [bookmark: _Toc264646382]Component Services Settings



The following changes should be done in Com+ Explorer (To launch Component Services Goto Start -> Run -> Type dcomcnfg -> Ok). Please make sure that these points (1, 2, 4 and 5) are done in Database Layer machine also.  If “APP Server” role is not available in Database layer machine, add the same and do these settings.



1. Open COM+ Explorer



2. Expand to “My Computer” node and go to the properties of “My Computer”



3. Go to the “Options” tab and set the value of “Transaction timeout (seconds)” value to 1200 seconds and click on Ok.
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4. Expand Distributed Transactions -> Select Local DTC and click on properties and click on Security tab and choose the options as per the image below 
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In Windows 2008 Server, “Enable SNA LU 6.2 Transactions” will not be exists. It is ignorable.



5. Choose Logging tab and change the Capacity to 40 MB. Click on OK.
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1.1.7. [bookmark: _Toc264646383]Entries in LMHOSTS and HOSTS file (Host Table files)



To resolve naming resolution with the TCP/IP protocol, Windows provided an option to set user friendly name for IP of the machine. If the runtime is going to be installed in multi layer, it is required to set the entries of IP’s and Names in the Host Table files.



a. Open the LMHOSTS (without extension) file available under %systemroot%\SYSTEM32\Drivers\ETC folder and go to the end of the file.

b. Add a new line and type the IP addresses of the App, WEB & RM Servers and the App server machine name separated by the tab space and save the file.



Above steps are applicable for HOSTS file, which is also available in the same folder path.



Refer attachment given below





















Hosts File Table:
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LMHosts File Table:
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2. [bookmark: _Toc264646384]Enabling VirtualWorksTM Runtime specific ports in Firewall



In case firewall needs to be set between WEB/APP/Database layers, open the following ports Bi-Directionally in the Firewall between the immediate source and the destination servers



		Service Name

		Port No.



		Internet Information Services (IIS)

		Default Port 80 (If this is changed in IIS, then the modified port should be enabled in Firewall)



		VWSocketServer

		Whichever port is specified while generating WEBConfig and APPConfig DLLs through ConfigGenerator



		Ramco Daemon Service (proprietary to VirtualWorksTM)

		Default Port 1306 (Configurable through RDE Configuration)



		MS SQL Server

		Default Port 1433, 1434 (Can be changed at the time of installation of MS SQL Server)



		MSDTC

		This service uses 135 as a mandatory port and also another port for communication between APP and RM Layer.  The second port is dynamic and can vary between the entire allowable TCP port ranges.  This port range can be restricted manually through COM.  Contact Runtime Support team on how to configure manual port ranges.











						- End of Document -
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1.1 WEB Server Installation – Core RT Components	4
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VirtualWorksTM DotNet Runtime – WEB Server Installation



[bookmark: _Toc261107112]1.1 WEB Server Installation – Core RT Components

1. If File Server is a separate machine, then launch the share path “\\File Serve Name\Deploy\Installer”. If there is no separate file server, then go to the folder “DriveName\Program Files(x86)\Virtualworks\ADS\Installer folder and run the file RuntimeSetup.MSI. Click “Next” on the Introduction screen.

[image: ]



2. Clicking Next, will redirect to the Confirm Installation Screen where the list of layers appropriate for this server would be listed.  This information depends on the data that was given in the Deployment Wizard application under File Server installation. Currently the assumption is that the WEB and the APP Layers are installed in two separate machines and this document will guide through the WEB Server installation steps. So this screen would list only the WEB layer.



[image: ]

3. Clicking Next will complete the installation of WEB Layer components.



[image: ]
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4. Once the installation is complete, system will prompt for restarting the server.  Please do not restart the server now. This completes the installation of WEB Layer core Runtime components.



[bookmark: _Toc261107113]1.2 WEB Server Installation – Deployment Components



1. If File Server is a separate machine, then launch the share path “\\File Serve Name\Deploy\Installer”. If there is no separate file server, then go to the folder “DriveName\Program Files(x86)\Virtualworks\ADS\Installer folder and run the file DeploymentSetup.MSI. Click Next on the Introduction screen.

[image: ]



2. Clicking Next, will redirect to the Confirm Installation Screen where the list of components for Layer appropriate for this server would be listed.  This information again depends on the data that was given in the Deployment Wizard application under File Server installation. As specified above this screen would list only the WEB layer components. 



[image: ]

3. Clicking Next will complete the installation of WEB Layer Deployment components.

[image: ]
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4. Once the installation is complete, system will prompt for restarting the server.  Please restart the server now. This completes the installation of WEB Layer Deployment components. Proceed with VirtualWorksTM App Layer Installation.



- End of Document -
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1.1 VirtualWorksTM RT Patch Installation	4
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VirtualWorksTM DotNet Runtime – Patch Installation



This document walks through the steps for installing VirtualWorksTM .Net Runtime (Microsoft Version) patch installation.



[bookmark: _Toc261168253]1.1 VirtualWorksTM RT Patch Installation

Copy the Runtime Patch installation file (VWRTPatch.MSI) from the VirtualWorksTM installation kit in to a local directory in all the layers viz., WEB, APP and RM (Database). Copy the file RemoveReadAttribute.bat also from the same VirtualWorksTM patch installation kit into the folder ..\Program Files\VirtualWorks. After copying the batch file, double click the batch file and execute the same.  This batch file will remove read-only attribute from all the deliverables under the VirtualWorksTM folder.  After the batch files get completed, run the file VWRTPatch.MSI.



1. The ‘Welcome to Ramco Installer’ screen will be launched.     

    

            [image: ]



2. Clicking ‘Next’ launches the ’Select Layer’ screen.



            [image: ]

Note: VWRTPatch does not have any specific Layer-wise installer. The same MSI (VWRTPatch.MSI) will be used to install Runtime Patch for all layers (WEB, APP and Database). This document is a common document which can be used to individual layer machines appropriately.



In the above screen, the patch installer will display all the layers WEB, APP and RM.  In this screen, select only those layers which are specific to that machine.  While running this installer in RM (Database) layer, select the options “Resource Layer” as well as “SQL Server” which is mandatory.



3. If Resource Layer option is selected, then the following screen will be displayed. Provide the Resource Layer (Database Layer) machine name.  This name should be same as the RM Layer machine name that was given as part of RM Base installation. Also provide the Database user name (this should be same as the user that was used during Base RM installation), password and the deployment database name (Database name should be same as what was given during Base RM installation).

[image: ]



4. On clicking ‘Next’ the “Confirm Installation” screen will be launched. This is only an information screen. Click ‘Next’ and start the installation.



      [image: ]



	[image: ]   







[bookmark: _Toc261168254]1.2 Other Settings



1. Before launching the application URL, go to the properties of the folder ..\VirtualWorks\IIS\Shortcut (in WEB Server) -> go to Security tab and provide Full Control permission to the user group IIS_USRS (If this group does not exist, you may add the same using the Add button).











- End of Document -
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1.1 RM Server Installation – Deployment Components	4


VirtualWorksTM DotNet Runtime – RM Server Installation



This document walks through the steps for installing VirtualWorksTM .Net Runtime (Microsoft Version).



[bookmark: _Toc261107075]1.1 RM Server Installation – Deployment Components



1. If File Server is a separate machine, then launch the share path “\\File Serve Name\Deploy\Installer”. If there is no separate file server, then go to the folder “Web Server Name\Deploy\Installer folder and run the file DeploymentSetup.MSI. Click “Next” on the Introduction screen.

[image: ]



2. Clicking Next, will redirect to the Resource Manager Database Details Screen where Database Server details will be prompted for. Provide the server name which will represent the Database Server name.  Provide the SA password, database file path.  The temporary file path will be defaulted which need not be modified.  Click on Next to proceed further.



[image: ]



3. Clicking Next will display the confirmation screen which will display list of Deployment components to be deployed as part of the database layer.



[image: ]



4. Clicking Next will complete the installation of RM Layer Deployment components.



[image: ]

[image: ]



[image: ]



5. Once the installation is complete, system will prompt for restarting the server.  Please restart the server now. This completes the installation of RM (Database) Layer Deployment components. Proceed with VirtualWorksTM Runtime Patch Installation.



- End of Document -
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[bookmark: _Toc263093699]1. Introduction 

This installation guide provides necessary guidelines and steps that have to be followed for configuring the Internet Information Server (IIS) 7.0 related to the Ramco Aviation Solution. IIS could be launched through Start  Administrative Tools  Internet Information Service(IIS) Manager (or) Start  Run  Type “inetmgr”  Click Ok.

This comprises the following configurations: 

· Creating and Settings properties for Application Pool

· Creating and Settings properties for Virtual Directory

· Default Document Settings

· Mime Type Settings



1.1 [bookmark: _Toc263093700]Creating and Setting Properties for Application Pool



To create Application Pool in IIS, 1. Expand the Server menu from the Connection Tree (in the left pane) and click “Application Pools”, as shown in the below screenshot.

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\ApplicationPool.jpg]



1. Click “Add Application Pool…”

2. Provide Application Pool name as “RVW”

3. Set .Net Framework Version as “.Net Framework v2.0.50727”, This is mandatory to make RVW work with Windows 2008/ 2008 R2 server.

4. Set the Managed pipeline mode to “Classic” 





Once the Application Pool is created, select the “application pool” Name and click Advanced Settings. It will open a properties window as shown in the below screenshot.



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\ApplicationPoolSettings1.jpg]


Set the properties as highlighted.

1. .Net Framework Version to v2.0

2. Enable 32-Bit Applications to True. This is required to enable crystal report 2008 in the server, as this support 32 bit only.

3. Ensure Managed Pipeline Mode to “Classic”

4. Under the ProcessModel,set “Identity” to “LocalSystem” 

5. Idle Time-out (Minutes) to 60 (recommended value). It can be changed on wish.



Continue the settings as shown in the below screenshot with the



6. Rapid-Fail Protection – “Enabled” to False

7. Expand “Generate Recycle Event Log Entry” and set “Regular Time Interval” to False

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\ApplicationPoolSettings2.jpg]





Expand “Specific Times” and Click the button enable on the right corner. It opens a new window as shown in the below screenshot.

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\ApplicationPoolSettings3.jpg]





Add TimeSpan with the value “01:00:00” and click ok.



This completes Adding “Application Pool“and Settings the required properties.







1.2 [bookmark: _Toc263093701]Creating and Setting Properties for Virtual Directory

To create Virtual Directory, Right click “Default Web Site” and click “Add Virtual Directory…”. It will open a window as shown in the below Screenshot.



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\VirtualDirectoryCreate.jpg]







1. Provide an Alias name. It can be any name with which the application can be launched in Internet Explore with the convention <http://servername/aliasname>

2. Provide the Physical Path as full path of “IIS” folder available in the “Program Files (x86)\VirtualWorks” and click Ok.



This creates the virtual directory.











[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\VirtualDirectoryConvert.jpg]



As shown in the above screenshot, right click on the virtual directory and click “Convert to Application”.





[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\VirtualDirectoryEdit.jpg]



As shown in the above Screenshot, Select the virtual Directory and click “Basic Settings”.

1. Click “Select” button against the Application Pool.

2. From the dropdown, Select the Application Pool “RVW” and click Ok.



This completes the Virtual Directory creation and setting its property.





1.3 [bookmark: _Toc263093702]Default Document Settings

Ramco’s RVW uses “extui.aspx” as the startup/default document. To set this, double click the Virtual Directory. In the center pane, under “IIS”, double click the “Default Document”,  as shown in the below screenshot.

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\DefaultDocumentMain.jpg]



A new window will open, listed with all the default documents, as shown in the below screenshot

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\DefaultDocument.jpg]





Click “Add…” link given on the right pane and provide Name as “extui.aspx”.



Ensure that the default document name “extui.aspx” is on first among the list.









1.4 [bookmark: _Toc263093703]Mime Type Settings

Ramco Aviation application is integrated with Nertronics Varchart (Gantt chart Control) and also Microsoft Project. To enable these plugin’s in Internet explorer, we need to add respective mime types in the IIS.



To set this, double click the Virtual Directory. In the center pane, under “IIS”, double click the “Mime Types”,  as shown in the below screenshot.





[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\MimeTypeMain.jpg]





As shown in the below screenshot, in the Mime Type Window, Click “Add…” link.



Add the following Mime types one by one.



1. File Name Extension : “.ifd”;  	Mime Type: “text/xml”

2. File Name Extension : “.ini”;  	Mime Type: “text/xml”

3. File Name Extension : “.mpp”;  	Mime Type: “application/vnd.ms-project”

4. File Name Extension : “.mpt”;  	Mime Type: “application/vnd.ms-project”





[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\IIS\MimeType.jpg]







- End of Document -
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DISCLAIMER

©2009 Ramco Systems Ltd. All rights reserved. All trademarks acknowledged.



This document is published by Ramco Systems Ltd. without any warranty. No part of this document may be reproduced or transmitted in any form or by any means, electronic or mechanical, for any purpose without the written permission of Ramco Systems Limited.

Improvements and changes to this text necessitated by typographical errors, inaccuracies of current information or improvements to software programs and/or equipment, may be made by Ramco Systems Limited, at any time and without notice. Such changes will, however, be incorporated into new editions of this document. Any hard copies of this document are to be regarded as temporary reference copies only.



The documentation has been provided for the entire Aviation solution, although only a part of the entire solution may be deployed at the customer site, in accordance with the license agreement between the customer and Ramco Systems Limited. Therefore, the documentation made available to the customer may refer to features that are not present in the solution purchased / deployed at the customer site.
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[bookmark: _Toc264640613]1. Introduction 

This installation guide provides necessary guidelines and steps that have to be followed for installing the Release 52 version of Ramco Aviation application suite. 

This installation comprises the following major steps: 

· Installation of Ramco Aviation Solution Business components through dump restoration methodology

· Manual Settings in Web, App and RM Servers

· Configuration of application Utilities



[bookmark: _Toc234304111][bookmark: _Toc264640614]2. Installation of the Application -Dump Restoration Methodology

[bookmark: _Toc264640615]2.1 Prerequisite

	Installation of Virtual Works RunTime(RT) and related setting in IIS.

[bookmark: _Toc234304112][bookmark: _Toc264640616]2.2 Web & App Layer 

Steps to be followed in Component Deployment:

1. Extract..\\CD2 - FE\IIS.rar files in the following path.



….\Program Files(x86)\VirtualWorks\

The extracted IIS Folder contains all component folders and Activity Assemblies Folder. Each Component Folder contains .htm,.js,.aspx,.rpt files.

All Component activity dlls are available in the Activity Assemblies Folder.

Note: After extracting IIS.rar to Virtual Works folder, drag and drop the following dlls into GAC from the path “...VirtualWorks\IIS\plf_gac”

· Excel.dll

· ICSharpCode.SharpZipLib.dll

· Itextsharp.dll



2. Extract ...\\CD2 - FE\\Servicedll.rar and ServiceDlls.rar file in the following path.

 

….\Program Files(x86)\VirtualWorks\	

The extracted Service dll folder contains Service dll of all components and net modules component wise. 	

These entire dot net Service Dll’s are required to be registered in Component Services and Global Assembly Cache. To register these Dll’s follow the below given steps.

For Aviation components double click the AvnBatchGen.vbs available in ..\CD2 - FE\Tools and provide the path of servicedll (..\\Program files(x86)\Virtual Works\Servicedll), it will generate two batch files named "RegDllsGAC.bat" and "RegDllsCOM.bat"

First run the "RegDllsGAC.bat" and if COM grouping is not required to be enabled then run the  "RegDllsCOM.bat". If COM grouping is required then refer the document Trn-Bsg-Dep-Wizard-5Series.doc for enabling this which is available under folder ..\ CD6 - Tools\Deployment\Version - 5.1.0.5\

For HRMS components double click HRMSBatchGen.vbs avaiable in ..\CD2 - FE\Tools and provide the path of servicedlls (..\\Program files(x86)\Virtual Works\Servicedlls), it will generate one batch file in name "RegDllsGAC.bat" and run the same.

And if COM grouping is not required to be enabled then run the batch file HRMS_COM.bat available in ..\CD2 - FE\Tools. If COM grouping is required then refer the document Trn-Bsg-Dep-Wizard-5Series.doc for enabling this which is available under folder ..\ CD6 - Tools\Deployment\Version - 5.1.0.5\

3. To set the environment path for ITK as below:

In advanced tab of My Computer -> properties -> Environment variable add New System Variable name as _ITKPATH_ and Variable Values as	…\Virtual Works\IIS\ExtUi. Refer the screen shot below:

[image: ]





Crystal Report Setup:

1. Crystal Report should be installed in the web server

2. After installing restart the web server

3. Open the crystal report designer and perform the following steps

a. Click on the blank report

b. In the database expert click on the Create New Connection  More Data sources  Field Definitions Only

c. Crystal will automatically install its required deliverables (on demand).

4. In the web server check for the folder C:\Inetpub\wwwroot\aspnet_client\system_web\2_0_50727 and verify whether crystalreportviewers12 is available.  If it is not available then  copy the crystalreportviewers12 folder from the following crystal installation directory. 

“<Crystal Installation drive>:\ Program Files\Business Objects\Common\4.0”.

[bookmark: webconfigsettings]Web.Config Settings:

Change the RVW web.config file with the installed crystal report assembly version.

Web.Config file will be available in the path <drive>:\Program files\virtualworks\iis\

In the c:\windows\assembly crystal report assembly information (version and keytoken) will be available that have to specified in the web.config.

1. Find the Compilation Node in Web.Config file. Compilation Node will be in  the order of <configuration>  <system.web>  <compilation>

2. The Crystal Assemblies to be referenced should come under <assemblies> node.

3. Create node <assemblies> under compilation node.

4. Add the following Crystal Assembly Reference under the assemblies node.



<add assembly="CrystalDecisions.CrystalReports.Engine, Version=<version>, Culture=neutral, PublicKeyToken=<keytoken>"/>
	<add assembly="CrystalDecisions.ReportSource, Version=<version>,  Culture=neutral, PublicKeyToken=<keytoken>"/>
	<add assembly="CrystalDecisions.Shared, Version=<version>, Culture=neutral, PublicKeyToken=<keytoken>"/>
	<add assembly="CrystalDecisions.Web, Version=<version>, Culture=neutral, PublicKeyToken=<keytoken>"/>

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\Webconfig2.jpg]
Close the nodes </assemblies> & </compilation>



5. If the webserver version is below IIS7 or Application Pool - Managed pipleline mode is “classic”  then Add the following Crystal Reference under System.Web node

<httpHandlers>

    	<add verb="GET" path="CrystalImageHandler.aspx" type="CrystalDecisions.Web.CrystalImageHandler, CrystalDecisions.Web, Version=<version>, Culture=neutral, PublicKeyToken=<keytoken>"/>
    </httpHandlers>

6. If the webserver version is IIS7 or above and Application Pool - Managed pipleline mode is “Integerated” then Add the following Crystal Reference under system.webServer 

<handlers>

	<add name="CrystalImageHandler.aspx_GET" verb="GET" path="CrystalImageHandler.aspx" type="CrystalDecisions.Web.CrystalImageHandler, CrystalDecisions.Web, Version=<version>, Culture=neutral, PublicKeyToken=<keytoken>" preCondition="integratedMode"/>

</handlers>

<validation validateIntegratedModeConfiguration="false"/>

7. If the client machine uses IE 8.0 and crystal reports viewer gif files are not visible then follow the following steps

1. From the Crystal Report installation folder Copy the folder crystalreportviewers12 and paste it in VirtualWorks\iis\ folder

1. In the web.config add the following

<configSections>
    <sectionGroup name="businessObjects">      
<sectionGroup name="crystalReports">
<section name="crystalReportViewer" type="System.Configuration.NameValueSectionHandler" />
</sectionGroup>
</sectionGroup>
</configSections>
  <businessObjects>
    <crystalReports>
      <crystalReportViewer>
           <add key="resourceURI" value="/crystalreportviewers12" />
      </crystalReportViewer>
    </crystalReports>
  </businessObjects>

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\Webconfig.jpg]



Once the above settings are done, restart the Web Server.

[bookmark: _Toc234304113][bookmark: _Toc264640617]2.3 Application Database

Steps to be followed in Database Restoration:

1. Restore all the following databases from...\\ CD3- BE \:

· Deployment Database (DEPDB)

· Application database  (AVNAPPDB)

· HRMS database (HRMSDB)

· Workflow Database  (WFM40)

· Audit Database (ENT_AUDIT)

2. After restoration,  run the embedded script (“DepDB_Resource_Config_SP.sql”) in  Deployment Database (DEPDB).



                        
                          

After compiling the above embedded script, run the below command in DEPDB.



EXEC DepDB_Resource_Config_SP ‘<App Server Name>’,’<RM Server Name>’,’<Gateway Server Name>’,’<Web Server Name>’’



3.   	Create a new sql user ‘rvwuser’ with password set as ‘rvw’ in RM server, if it not already exists.



4.  	Execute the below scripts in all  the restored databases

 sp_change_users_login 'update_one', 'rvwuser', 'rvwuser'

 GO

 sp_change_users_login 'update_one', 'rvwdiradmin', 'rvwdiradmin'

 GO





5. There are set of Configuration Dll’s deliverables that should be generated and registered in Global Assembly Cache (GAC). Generated Dll’s can also be registered manually by drag & drop into the assembly folder (C:\\Windows\Assembly).  The detailed steps are give below.



Note: These configuration dll’s serves as connectors between App, Web and RM Servers. 


“ConfigGenerator.exe” will be available in the path..\Program Files(x86)\VirtualWorks\RT2



Run this exe and the following screen will appear.



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ConfigGen1.jpg]





Select ‘Webserver Configutation’ option and provide the folder path in ‘Generation Path’ where the config. Generator deliverables will get generated and click “Next”.





In the Login screen (as shown in the below screenshot), 

Select 	1. “Server Type” as “SQL”

Provide 2. Sql Server Name (with instance name if any)

3.Sql User id

4.Sql Password

5. Select database as “DEPDB”, after fetching using ‘List’ button

Under Virtual works login information,

Provide application admin user id and password that are defined during Runtime Installation.

Click “Next” button.





	



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ConfigGen2.jpg]





Web Server generator screen will be launched as shown in the below screen.













[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ConfigGen4.jpg]



Check “Single Server Setup” only if all App, Web and RM are exists in same server. Otherwise, let it remain unchecked.



If application needs to be setup with “Single Sign On” (i.e., domain login will be used for Ramco Application login) , then check “Single Sign On Installation”  checkbox.



Provide App Server Name and Server Socket Port Number (which is given during Runtime Installation). Leave other fields with default values and click “Generate” button. Click “Install” button. 



Once you get “success” message, check “Generate App Server Component Routing Information” check box and click “Generate” button” again.



Click “Install” button. 



Once you get “success” message then click “Next” button.



You will find the starting screen, which is having options for selecting Webserver/ Appserver Configuration and so on.



Now Select “Appserver Configuration” option and provide “Generation Path” if it is blank or you can also change this Generation Path.



Click “Next” button.



You need to provide SQL and Ramco virtual works login details again and click “Next” button.



Note: This configuration tool can also be used in Web and App servers separately for generating Web and App Configuration dlls respectively; hence the login information are prompted to enter two times.



You will find the screen as shown in the below screenshot





[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ConfigGen5.jpg]



Check “Single Server Setup” only if all App, Web and RM are exists in same server. Otherwise, let it remain unchecked.



Provide Server Socket Port Number as defined during Runtime Installation



Provide Socket Thread Count. This is required to control Threadpools creating in App Server. The recommended value is “100”



Leave other fields with default values and click “Generate” button.



Note: If you are executing this exe in “APP” server and you are doing for Appserver Configuration, then you may click “Install” which will register the Generated dll’s in GAC.









Click “Next” button, It will open a screen as shown in the below screenshot



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ConfigGen6.jpg]




	Set the database connection timeout in seconds. The recommended value is “3600”.



Click Generate button.



Note: If you are executing this exe in “APP” server and you are doing for Appserver Configuration, then you may click “Install” which will register the Generated dll’s in GAC.



Click “Next” button



You need to manually deploy the following generated dll’s  in app server, if the exe is executed in web server.



Copy the following dlls’ from the “Generation Path” set in the Web server and paste it in App Server’s drive (It can be pasted in any folder, recommended path is “..\Program Files (x86)\VirtualWorks\RT2”)



1. Appconfig.dll

2. RMInfo.dll

Note: Stop the IIS before you start generate and install the config. Generator dlls.
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DepDB_Resource_Co nfig_SP.sql




DepDB_Resource_Config_SP.sql

USE DEPDB

GO

IF EXISTS(SELECT 'X' FROM SYS.SYSOBJECTS WHERE NAME ='DepDB_Resource_Config_SP' AND TYPE ='P')

BEGIN

	DROP PROCEDURE DepDB_Resource_Config_SP

END

GO



CREATE PROCEDURE DepDB_Resource_Config_SP

(

	@NewAppservername		VARCHAR(75),

	@NewRmservername		VARCHAR(75),

	@NewGatewayservername	VARCHAR(75),

	@NewWebservername		VARCHAR(75)

)

AS

BEGIN



SET NOCOUNT ON



ALTER TABLE fw_admin_Resource			NOCHECK CONSTRAINT ALL

ALTER TABLE fw_admin_ResourceRole		NOCHECK CONSTRAINT ALL

ALTER TABLE fw_admin_sql_res_parameters NOCHECK CONSTRAINT ALL

ALTER TABLE fw_admin_AppSdepUnit		NOCHECK CONSTRAINT ALL

ALTER TABLE fw_admin_webserver_Role		NOCHECK CONSTRAINT ALL

ALTER TABLE fw_admin_rmSdepUnit			NOCHECK CONSTRAINT ALL

ALTER TABLE fw_admin_gwsdepUnit			NOCHECK CONSTRAINT ALL





IF NOT EXISTS (SELECT '*' FROM fw_admin_Resource WHERE ResourceId = @NewAppservername)

BEGIN

	INSERT INTO fw_admin_Resource (ResourceId,ResourceName,UpdUser,UpdTime) 

	VALUES	(@NewAppservername,@NewAppservername,'ADMINUSER', GETDATE())

END



IF NOT EXISTS ( SELECT '*' FROM fw_admin_Resource WHERE ResourceId = @NewRmservername)

BEGIN

	INSERT INTO fw_admin_Resource(ResourceId,ResourceName,UpdUser,UpdTime) 

	VALUES (@NewRmservername,@NewRmservername,'ADMINUSER', GETDATE())

END



IF NOT EXISTS( SELECT '*' FROM fw_admin_Resource WHERE ResourceId = @NewGatewayservername)

BEGIN

	INSERT INTO fw_admin_Resource(ResourceId,ResourceName,UpdUser,UpdTime)  

	VALUES (@NewGatewayservername,@NewGatewayservername,'ADMINUSER',GETDATE())

END



IF NOT EXISTS( SELECT '*' FROM fw_admin_Resource WHERE ResourceId = @NewWebservername)

BEGIN

	INSERT INTO fw_admin_Resource(resourceid,resourcename,upduser,updtime) 

	VALUES (@NewWebservername,@NewWebservername,'ADMINUSER', GETDATE())

END



INSERT INTO fw_admin_ResourceRole(resourceid,ResourceTypeId,Remarks,upduser,updtime)

VALUES (@NewAppservername, 1, @NewAppservername, 'ADMINUSER', GETDATE())



INSERT INTO fw_admin_ResourceRole(resourceid,ResourceTypeId,Remarks,upduser,updtime)

VALUES (@NewGatewayservername, 2, @NewGatewayservername, 'ADMINUSER',GETDATE())



INSERT INTO fw_admin_ResourceRole(resourceid,ResourceTypeId,Remarks,upduser,updtime)

VALUES (@NewRmservername, 0, @NewRmservername, 'ADMINUSER', GETDATE())



INSERT INTO fw_admin_ResourceRole(resourceid,ResourceTypeId,Remarks,upduser,updtime)

VALUES (@NewWebservername, 5, @NewWebservername, 'ADMINUSER', GETDATE())



INSERT INTO fw_admin_sql_res_parameters(ResourceId,SQLServerName,ProviderName,CmnUserName,CmnUserPwd,IntegSecurity,UpdUser,UpdTime)

VALUES (@NewRmservername,@NewRmservername,'SQLOLEDB','rvwuser','cucvT1CUnMs=',0,'rvwuser',GETDATE())



INSERT INTO fw_admin_ResRelShip(FromResourceId, FromResTypeId, ToResourceId,ToResTypeId,UpdTime,UpdUser) 

VALUES (@NewAppservername, 1, @NewRmservername,0,GETDATE(),'ADMINUSER')



INSERT INTO fw_admin_ResRelShip (FromResourceId, FromResTypeId, ToResourceId,ToResTypeId,UpdTime,UpdUser) 

VALUES (@NewWebservername, 5, @NewGatewayservername,2,GETDATE(),'ADMINUSER')



INSERT INTO fw_admin_ResRelShip (FromResourceId, FromResTypeId, ToResourceId,ToResTypeId,UpdTime,UpdUser) 

VALUES(@NewGatewayservername, 2, @NewAppservername,1,GETDATE(),'ADMINUSER')



UPDATE	fw_admin_AppSdepUnit 

SET		ResourceId	= @NewAppservername



UPDATE	fw_admin_webserver_Role 

SET		ResourceId	= @NewWebservername



UPDATE	fw_admin_rmSdepUnit 

SET		ResourceId	= @NewRmservername,

		DSNname		= @NewRmservername



UPDATE	fw_admin_gwsdepUnit 

SET		ResourceId	= @NewGatewayservername



DELETE FROM fw_admin_ResRelShip 

WHERE	fromresourceid NOT IN (@NewAppservername, @NewWebservername, @NewRmservername, @NewGatewayservername)



DELETE FROM fw_admin_sql_res_parameters 

WHERE	resourceid <> @NewRmservername



DELETE FROM fw_admin_ResourceRole 

WHERE	resourceid NOT IN (@NewAppservername, @NewWebservername, @NewRmservername, @NewGatewayservername)



DELETE FROM fw_admin_Resource 

WHERE	resourceid NOT IN (@NewAppservername, @NewWebservername, @NewRmservername, @NewGatewayservername)



ALTER TABLE fw_admin_Resource			CHECK CONSTRAINT ALL

ALTER TABLE fw_admin_ResourceRole		CHECK CONSTRAINT ALL

ALTER TABLE fw_admin_sql_res_parameters CHECK CONSTRAINT ALL

ALTER TABLE fw_admin_AppSdepUnit		CHECK CONSTRAINT ALL

ALTER TABLE fw_admin_webserver_Role		CHECK CONSTRAINT ALL

ALTER TABLE fw_admin_rmSdepUnit			CHECK CONSTRAINT ALL

ALTER TABLE fw_admin_gwsdepUnit			CHECK CONSTRAINT ALL



SET NOCOUNT OFF

END




image12.jpeg

[VIRTUAL WORKS CONFIGURATION GENERATOR. [

& Wehserver Configuration
C Appserver Configuration
€ Wehservice Configuration

€ Lite Configuration
Generation Path [C:\Program Files (86)\VirtualWor. .|
Cancel Next







image13.jpeg

[VIRTUAL WORKS CONFIGURATION GENERATOR

Login

[ Deployment
Server Type  [5q1 <]

Server Name [172.16.2 211
Username  framed|

Password  [rrnnssrern
Daabsse  [orrpp o] List

[~ Virtual works login information

Userame immeer  Password [

Back Next







image14.jpeg

[VIRTUAL WORKS CONFIGURATION GENERATOR [

WEB SERVER CONFIGURATION GENERATOR

T~ Single Server Setup T~ Single Sign On Installation

DeploymentApp Gerver ————————————————
Server Name [172.16.220

Server SocketPortNumber  [22222

IOt MTD File Path I
File Direction N =]

T~ Generate App Server Companent Routing Information

Back | Generate Install Next







image15.jpeg

VIRTUAL WORKS CONFIGURATION GENERATOR

APP SERVER CONFIG GENERATOR
T~ Single Server Setup
Server Socket PortNumber  [22222

Sever Socket Thread Court[100]

Securiy Flag [orF =]

I~ EDK Configuration

™ DIR PWD

Back | Generate Install Next







image16.jpeg

[VIRTUAL WORKS CONFIGURATION GENERATOR

RM SERVER INFORMATION

Database Connection TimeOut in Seconds [BEET

Back Generate Install Next







image5.jpeg

ramao






image6.png

ramco

Goreat. mnovae. Win






image17.jpeg

ramco






image3.jpeg

ramco

Aviation Solutions






image4.jpeg







image7.png










[image: ramco_logo_cmyk_positive]



Ramco Systems - Aviation & MRO Solutions

www.RamcoAviation.com

























Application Supplementary Configurations























[image: AvnLogo]

[image: titleBg_1]



DISCLAIMER

©2009 Ramco Systems Ltd. All rights reserved. All trademarks acknowledged.



This document is published by Ramco Systems Ltd. without any warranty. No part of this document may be reproduced or transmitted in any form or by any means, electronic or mechanical, for any purpose without the written permission of Ramco Systems Limited.

Improvements and changes to this text necessitated by typographical errors, inaccuracies of current information or improvements to software programs and/or equipment, may be made by Ramco Systems Limited, at any time and without notice. Such changes will, however, be incorporated into new editions of this document. Any hard copies of this document are to be regarded as temporary reference copies only.



The documentation has been provided for the entire Aviation solution, although only a part of the entire solution may be deployed at the customer site, in accordance with the license agreement between the customer and Ramco Systems Limited. Therefore, the documentation made available to the customer may refer to features that are not present in the solution purchased / deployed at the customer site.
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[bookmark: _Toc266364783]1.0	Introduction

This installation guide provides necessary guidelines and steps that have to be followed for configuring the supporting utilities for Ramco Aviation application suite in Server and Client machines

This comprises the following configurations: 

a. Server side settings

· MIME Settings (Web Server)

· SQL Database Mail (RM Server)

· Reliability Analysis Reporting Tool Setup

· Non RVW Reports Settings (Web Server)

· Email & Fax Integration (Web Server)

· Reports ((Web Server)0

· Manage Consolidated Financial Statements Package

· Automatic Material Movement Document (AutoMMD) Settings (Web Server & RM Server)

· Bar Code Label Printing

· Ezee View



b. Client side Settings

· MCR Status Report Client Settings

· Netronics Client Settings 

· Object attachment Client Settings 



c. Others



· Schedulers to be configured

· Scripts to be run

· Synonym Scripts deployment



2.0 [bookmark: _Toc266364784]MIME Settings

Go to Internet Information Services (IIS) Manager, Select Extui virtual directory under Default Websites section.



[image: ]



In Extui Home Page in IIS select Group Type as Area. Under IIS tab right click MIME Types and select Open Feature option.

[image: ]



Right click and add

[image: ]
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(1) Give File name extension as .ini and MIME type as text/xml

(2) Give File name extension as .ifd and MIME type as text/xml

(3) Give File name extension as .mpt and MIME type as application\vnd.ms-project

3.0 [bookmark: _Toc266364785]SQL Database Mail

To enable workflow alert mails from the Ramco Aviation Application, SQL Database mail should be enabled in the RM (Database) Server.

Steps for Configuring a Database Mail :-

Prerequisite: SMTP Port 25 should be enabled in the database server.

· Connect SQL Server 2008 through SQL Server Management Studio (SSMS)

· Open a blank window and run the following scripts

USE Master
GO
sp_configure 'show advanced options', 1;
GO
RECONFIGURE;
GO
sp_configure 'Database Mail XPs', 1;
GO
RECONFIGURE
GO



· In the left pane, go to <ServerName> Management Database Mail 

· Double Click “Database Mail” as highlighted in the below screenshot

· A configuration wizard will be open as shown in the below screenshot



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\SQL Mail\MailConfig1.jpg]



· Click Next



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\SQL Mail\MailConfig2.jpg]



· A new profile will be open, as shown in the below screenshot



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\SQL Mail\MailConfig3.jpg]



· Provide Profile Name and Click Add in the SMTP Accounts

· In the window opened, provide Account Name, Email Address, Servername as shown in the below screenshot. Retain default values for all other fields.





[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\SQL Mail\MailConfig4.jpg]



Click “Ok”

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\SQL Mail\MailConfig5.jpg]



· Complete the wizard by using “Next” buttons and finally “Finish”. On completion of the settings you will find the Database Mail Account with Status shown as “Success”.

After Configuring Database Mail, you can Test the Database Mail by sending “Test Email”

· To “Send Test Email”, goto SSMS  <ServerName> ManagementDatabase Mail Right Click and select “Send Test Email”. (as highlighted in the below screenshot).

· Provide your mail id in the “To:” field and click Sent Test E Mail.

· You will receive mail id if it’s successfully configured.

[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\SQL Mail\MailConfig6.jpg]

4.0 [bookmark: _Toc266364786]Reliability Analysis Report Settings

Macro Security level should be set as “Medium” and in Trusted Publishers Tab “Trusted Access to Visual-Basic Project” should be enabled in the Web server. If the server has multiple login users, then these excel setting are to be done for all the login users.

Step 1: In Microsoft Excel, go to Tools --> Macro --> Security option.

[image: ]





Step 2: In the Security Level tab, choose the option “Medium”.

	






Step 3: In the Trusted Publishers tab, enable the “Trust access to Visual Basic Project” option.







A folder called Reliability has to be created under IIS\Docs where the generated output excels will be placed.

Configuring Deploy.ini file

Reliability Analysis reports work based on the values provided in Deploy.ini file. 

Provide following details in the deploy.ini file available under ‘IIS\BASRa\deploy.ini’.
<Servername> 
<username>
<password>
AVNAPPDB
<Basra Component full path> (ex.) E:\Program Files\VirtualWorks\IIS\BasRa

Configuring Reliability Analysis Scheduler

ReliabilityAnalysis.exe is the tool that needs to be configured in Windows Scheduler to run on a daily basis for every 30 minutes (Configuration steps given below). The Tool obtains server details and template path information from the Deploy.ini file. 

ReliabilityAnalysis.exe will be available under ..\\VirtualWorks\IIS\BASRA.

Steps to Configure ReliabilityAnalysis.exe file in Windows Scheduler: -

Step 1:- To start Windows Scheduler Task, Start  Run  Type “control schedtasks”  Click Ok

In the Task Scheduler, click the Actions “Create Task” given on the right pane. A new window will open as shown in the below screenshot.[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ReliabilitySetup\ReliabilityScheduler1.jpg]


As highlighted in the “General” Tab 

1. provide “Name”

2.Select the option “Run whether user is logged on or not” 

3. Check the option “Do not store password. The Task will only have access to local computer resources”

4. Select the dropdown “Configure for” to Windows 7, Windows Server 2008 R2 or Windows Vista, Windows Server 2008 based on the operating system it is getting installed.



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ReliabilitySetup\ReliabilityScheduler2.jpg]



1. As highlighted in the “Trigger” tabSet the drop down “Begin the Task” as “At task creation/modification”

2. In the Advanced settings check the “Repeat task every”, select 30 minutes and “for a duration of” as “Indefinitely”



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ReliabilitySetup\ReliabilityScheduler3.jpg]

As highlighted in the “Actions” Tab

1. Set “Action” as “Start a Program”

2.  In the Settings frame Click Browse button and select ReliabilityAnalysis.exe from the path “..\\VirtualWorks\IIS\BASRA”





[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ReliabilitySetup\ReliabilityScheduler4.jpg]



As highlighted in the “Conditions” tab, uncheck “Start the task only if the computer is on AC power”



[image: C:\Mani\Air Methods\Server Setup\Installation\Screenshots\ReliabilitySetup\ReliabilityScheduler5.jpg]

As highlighted in above screenshot, complete the “Settings” tab which ends the completion of Task Scheduler for Reliability,



Configuring Folder for saving Reliability Analysis Reports

· [bookmark: _Toc248327127]Visit the screen under the BPC ‘Utilities ‘--> Component ‘Object Attachment ‘--> Activity ‘Set Options’.

· [bookmark: _Toc248327128]Note the path mentioned under ‘Path in Server’. If not defined, set a path.

· [bookmark: _Toc248327129]Create a folder within the above path in the web server to download Reliability reports.

· [bookmark: _Toc248327130]Provide write permission to the above folders for everyone/  the user account - ‘Iusr_<servername>’

· [bookmark: _Toc248327131]The folder created above needs to be defined for Reliability Analysis component in the multiline separately.

· [bookmark: _Toc248327132]All the .bmp files available in IIS\Reports folder should be copied to the folder ‘IIS\BasRA’ also.

· [bookmark: _Toc248327133]Company Logo should be available as .bmp file with the naming convention as <Company Name>.bmp (Company Name as defined in the application) in the folder ‘IIS\BasRA’.

· [bookmark: _Toc248327134]In case of enabling Reliability Analysis in a server with multiple databases, the scheduler needs to be configured separately for each database. The path of the RelReports.exe file will vary for each database. The corresponding Deploy.ini, Reliability Report templates, ReliabilityReports.xml files will be configured along with .exe file. The Stored Procedures and Table objects need to be compiled in each database.

Pre-requisites for executing ReliabilityAnalysis.exe file

· Atleast one printer driver needs to be installed in Web server for the generation of Reliability reports.

· Ensure that the following assemblies are available in Global Assembly Cache path (C:\Windows\Assembly)

· [bookmark: _Toc248329013]Microsoft.Office.Interop.Excel

· Microsoft.Office.Interop.Word 

[bookmark: _Toc248329014]If the above-mentioned assemblies are not available, do the following settings,Click Start-> Settings -> Control Panel -> Open Add/Remove Programs and select MS Office Installation.

 [image: ]

[bookmark: _Toc248327200]Click Change button.  Select Add/Remove Features option and Click Next.



[image: ]

· Check the option ‘Choose Advanced customization of applications’ and click Next.



[image: ]



· Select the option as mentioned in the below screen shot and Click Update.











=

[image: ]



Now the assemblies added in the Assembly.

[image: ]



5.0 [bookmark: _Toc266364787]Non RVW Report Settings

The database connection details required for launching Non Rvw reports are obtained from Deploy.ini file available in the web server under the path .\Program Files(X86)\Virtualworks\IIS\Extui\NonRVW” .   Provide the following details with respect to the database server.

<Server Name>
<SQL User ID>
<SQL Password>
<Application Database>

6.0 [bookmark: _Toc266364788]Email & Fax Integration

6.1 [bookmark: _Toc266364789]Email Interface 

The email interface would generally be associated with application transaction reports. 

(e.g.) After viewing a purchase order report in Crystal Reports viewer, the report can be emailed to the supplier. So the emailing interface (In Crystal Reports viewer) is provided with a “send email” button which enables the system to take the “to email id” from the transaction details (masters) of the report and send the generated PO report as an attachment with the email. 

Assumptions 

The email interface needs following things to be pre-configured 



· MS Outlook 2003 mail client needs to be installed in the Application server. 

· One common Email account (Email administrator account for Ramco Aviation Solution) needs to be configured for sending emails. All mails will be sent using this account. 

· The outlook email profile should be active and open in application server. 

· Report will be exported to PDF format and this will be attached to the mail. 


Architecture
 [image: ]

Email interfacing is provided with Crystal reports ActiveX viewer in Ramco Aviation Solution. 

The users can open the report for viewing from the various screens of the application. On clicking the report link, system opens those reports in the crystal reports viewer. 

The crystal reports viewer is provided with a “Send email button” on the top and this viewer is used as an Email interface. 


When the user clicks the “send mail” button on top of the report viewer for sending email, the system pops up the below shown dialog. 



[image: ]

System defaults the senders mail id in the “From “field provided. This information is derived from the login user’s information. 

· Recipients mail id will be taken from the transaction data available in the report launched in the viewer and the same will be defaulted in the “To“ field. 

· User can add any text in the subject and Body fields [optional]. System includes the default message. 

· User can add additional recipients in the CC and BCC fields etc. 

· On Completion of the email form user can choose the send mail button in the Form. 

· The Web Server exports the reports to PDF document using Crystal reports RDC (Report Designer Component). 

· The Email administrator mail profile will be configured in the application server’s Outlook 2003 Client. 

· System uses this Outlook Client Profile and sends an automatic mail to the identified recipients with the generated PDF report as an attachment. 



Implementation of Email Integration 

Email integration approach is implemented using Crystal reports designer. Steps involved in the process explained below. 

Pre-requisites: 

· An Email account for sending emails should be created in the exchange server. 

· Outlook Client needs to be configured in the application server and it should be active. 

· Installation of Ramco Aviation Solution needs to be completed. 



Installing Advance Security Outlook 2003 

Install “Advance security for outlook 2003” in the Application server. 

Please refer to the “Installation Manual (Readme.txt)” for more help on Installation procedure. 

The outlook2003 client needs to be restarted after the installation of Advance Security. 

Configuring 

Launch the Ramco Aviation Application and Open the report where the Email Integration is enabled. 

Try sending a test report which will prompt the outlook advance Security warning as shown in the below picture. 



[image: ]



Select “Allow Access” and option and Check the Checkbox provided in the bottom for “Always perform this action for this file” 

On selecting “OK” will set a action for Ramco Aviation Application as a trusted application for outlook for sending a Email via outlook 2003 client. 

Hardware and Software Requirements 

Web Server 

· Internet Information Server with Crystal Reports Enterprise Edition 9.0 or above 

Application Server 

· Outlook Exchange server Client 2003 needs to be configured for the email administrator account of Ramco Aviation Solution. 

·  Outlook Advanced Security Component needs to be installed in the web server and include the Ramco aviation application as a trusted application.This is required to avoid security warnings from Outlook Object model guard while outlook automation. 

Outlook Advance Security is a wrapper application for Outlook 2003 Client from mapilab. 

Other Details: 

Web site : http://mapilab.com/outlook/security/ 

Product Name : Advanced Security for Outlook (version 1.3) 

License : freeware 

(Advanced Security for Outlook is free for commercial and non-commercial use.) 

Client 

Crystal ActiveX Viewer for Viewing the Crystal reports 



List of Transactions 

In the following transactions the email interface will be enabled. 

		Sl. No.

		Business Component

		Transaction



		1 

		Sales 

		Customer Order 



		2 

		Procurement 

		Purchase Order 



		3 

		Procurement 

		Repair Order 



		4 

		Procurement 

		Pack Slip 



		5 

		Inventory 

		Stock Issue 



		6 

		Sales 

		Customer Goods Receipt 



		7 

		Procurement 

		RFQ 



		8 

		Finance 

		Remittance Advice Report 



		9 

		Finance 

		Payment Advice Report 



		10 

		Finance 

		Prepayment Invoice 



		11 

		Finance 

		Customer Order based Invoice 







6.2 [bookmark: _Toc266364790]Fax Interface 

The Fax interface would generally be associated with application transaction reports. 

(e.g.) After viewing a purchase order report in Crystal viewer, the report can be sent as a fax to the supplier so the Fax interface (In Crystal Reports viewer) is provided with a “send fax” button which enables the system to take the “Fax number” from the transaction details (masters) of the report and send the generated PO report as a fax. 



Assumptions

The Fax Integration assumes and expects following things to be pre-configured. 

The application from GFI Fax Maker will be used for sending fax. 

So this application works along with the Exchange server 2003. 

· GFI Fax maker Software needs to be installed in the Exchange server. 

· (This can be installed in a separate machine and it can be configured in the exchange server. Please refer to the Fax Maker Installation manual) 

· MS Outlook 2003 mail client needs to be installed in the Application server. 

· One common Email account (Fax administrator account for Ramco Aviation Solution) needs to be configured for sending emails. All mails will be sent using this account. 

· (Fax Integration expects an email to sent to the Fax number instead of email) 

· The outlook email profile should be active and open in application server. 

· Report will be exported to PDF format and this will be attached to the mail. 





Architecture 

Fax interfacing is provided with Crystal reports ActiveX viewer in Ramco Aviation Solution. 



[image: ]

Fax interfacing is provided with Crystal reports ActiveX viewer in Ramco Aviation Solution. 

The users can open the report for viewing from the various screens of the application. On clicking the report link, system opens those reports in the crystal reports viewer. 

The crystal reports viewer is provided with a “Send Fax button” on the top and this viewer is used as fax interface. 

When the user clicks the “send fax” button on top of the report viewer for sending a fax, the system pops up the below shown dialog. [image: ]



System defaults the recipient’s fax number information in the “To” field provided. This information is derived from the Transaction details of the report. 

· User can add any additional text in the subject and Body fields [optional]. System includes the default message. 

· User can add additional Fax recipients. 

· On Completion of the form user can choose the send button in the Form. 

· On Clicking the “send” button, the web server exports the reports to PDF document using Crystal reports RDC (Report Designer Component). 

· The Email/Fax administrator email profile will be configured in the application server’s Outlook 2003 Client. 

· System uses this Outlook Client profile and sends an automatic mail to the Fax Number specified in the “To” field. 

· The GFI Fax maker installs an add-on at Microsoft exchange server. This add-on enables the exchange server to receive fax requests along with email. 

· The user can send a fax by sending an email to fax number instead of a mail id. Application server sends an email with fax number as a recipient. 

· The fax request received by the Exchange server will be redirected to Fax maker server by Fax maker add-on. 

· The Fax Maker Software will be configured with a modem, telephone line and other software and hardware required. 

· The Fax maker processes the request and sends the fax using the modem connected to it. 



Implementation of Fax Integration 

Fax integration approach is implemented using Crystal reports designer. Steps involved in the process explained below. 

Pre-requisites: 

· An Email account for sending email/Fax should be created in the exchange server. 

· Outlook Client needs to be configured in the application server and it should be active. 

· Installation of Ramco Aviation Solution needs to be completed. 



Installing Advance Security Outlook 2003 

Install “Advance security for outlook 2003” in the Application server. 

Please refer to the “Installation Manual (Readme.txt)” for more help on Installation procedure. 

The outlook2003 client needs to be restarted after the installation of Advance Security. 


Configuring Advance Security 

Launch the Ramco Aviation Application and Open the report where the Email Integration is enabled. 

Try sending a test report which will prompt the outlook advance Security warning as shown in the below picture. 

[image: ]



GFI Fax Maker’s Exchange server add-on needs to be installed and configured. 

Select “Allow Access” and option and Check the Checkbox provided in the bottom for “Always perform this action for this file” 

On selecting “OK” will set an action for Ramco Aviation Application as a trusted application for outlook for sending a Email via outlook 2003 client. 

Installing Fax Maker 

Fax maker Software can be installed in Exchange Server itself or I can be installed in a separate server and the same can be configured in the Exchange server 

Please refer to the Fax Maker Installation Manual for Installation Procedure. 



Hard ware and Software Requirements 

Web Server 

· Crystal Reports Enterprise Edition 9.0 or above 

Application Server 

· Outlook Exchange server Client 2003 needs to be configured for the email administrator account of Ramco Aviation Solution. 

· Outlook Advanced Security Component needs to be installed in the web server and include the Ramco aviation application as a trusted application. 

This is required to avoid security warnings from Outlook Object model guard while outlook automation. 

Outlook Advance Security is a wrapper application for Outlook 2003 Client from mapilab. 

Other Details: 

Web site : http://mapilab.com/outlook/security/ 

Product Name : Advanced Security for Outlook (version 1.3) 

License : freeware 

(Advanced Security for Outlook is free for commercial and non-commercial use.) 

Exchange Server 

Fax Maker Server 

· GFI Fax Maker 

· Modem (connected to a Fax machine) 

· Telephone Connection for sending a Fax 

· Fax drivers (if any) 


Fax Maker Vendor Details 

Vendor Name : GFI 

Product Name : GFI FAX maker for Exchange/SMTP (version 12) 

URL : http://www.gfi.com/faxmaker/ 

Pricing Details 

		No of Users 

		Package 

		Price 



		10 users 

		FAX10 

		$695 



		25 users 

		FAX25 

		$1,250 



		50 users 

		FAX50 

		$1,995 



		100 users 

		FAX100 

		$2,495 



		250 users 

		FAX250 

		$3,450 



		500 users 

		FAX500 

		$4,250 



		Unlimited users 

		FAXUNL 

		$5,995 







More Details: 

GFI offers a fully working evaluation version for 30 days. 

(This can be extended for another 30 days) 

· Best fax integration available for mail server 

· Minimal administration and user training required 

· The most popular fax server, voted #1 by Windows IT Pro readers for 3 years. 

· Supports Windows 2000/XP/2003 running Exchange 5.5/2000/2003 and Lotus Notes 

For latest information on pricing and feature list is available on the GFI’s web site. 

Client 

Crystal ActiveX Viewer for Viewing the Crystal reports

List of Transactions 

In the following transactions the email interface will be enabled. 

		Transaction 

		Business Process 



		Customer Order 

		Sales 



		Purchase Order 

		Procurement 



		Repair Order 

		Procurement 



		Pack Slip 

		Procurement 



		Stock Issue 

		Inventory 



		Customer Goods Receipt 

		Sales 



		RFQ 

		Procurement 



		Remittance Advice Report 

		Finance 



		Payment Advice Report 

		Finance 



		Prepayment Invoice 

		Finance 



		Customer Order based Invoice 

		Finance 







7.0 [bookmark: _Toc266364791]Reports

To display logo in the base reports following settings has to be done in web server:

· For other than Finance reports logo files to be copied in C:\Windows\temp

· For Finance reports logo files need to be copied in D:\Program Files\Active Marshal\IIS\Logo. Logo file name and drive should be as specified in the emod master emod_ou_mst. For eg. If in emod master drive is defined as D:\ramco\aviation.gif and logo file name is aviation.gif then folder to be created as D:\Program Files\Active Marshal\IIS\Logo\aviation.gif



Ensure to give network service rights to the above folders and the steps for the same is provided below:

STEPS FOR GIVING RIGHTS TO NETWORK SERVICE

(1) Right click the folder C:\Windows\Temp and select Properties option.



[image: ]



(2) Click the security tab in Temp folder properties window.













[image: ]

(3) Ensure that Network Service under Group or user names: section is having following checkboxes are enabled under permissions section.

a. Read & Execute

b. List Folder Contents

c. Read

















[image: ]



(4) If the network service not exists under Group or user names: section, then click Add.. button.

(5) Enter “network service” in the text field as mentioned below and click Check Names button.













[image: ]



(6) Give network user name and password and click OK.



[image: ]





(7) And also ensure that Network Service is having following checkboxes are enabled under permissions section.

a. Read & Execute



b. List Folder Contents

c. Read



[image: ]



(8) Click OK.






8.0 [bookmark: _Toc266364792]Manage Consolidated Financial Statements Package

Refer the attached document for configuration and settings





9.0 [bookmark: _Toc266364793]Automatic Material Movement Document (AutoMMD) Printing

[bookmark: _Toc234304127][bookmark: _Toc250656015]The MMD Printing is associated with a material movement transactions like material issue, after a material movement document is authorized, the respective warehouse in-charge will get notified by a document printed at the printer located in that warehouse. 

The notification can be an email to the warehouse in-charge. 

Architecture 

Building MMD Print Queue 

On Clicking the MMD Printing for selected transaction from the Ramco aviation Solution, The system identifies the report associated with that particular transaction and finds the warehouse –zone information associated with that transaction (warehouse printer). 

The warehouse – Printer mapping information is maintained in the server. Using this metadata the system identifies the warehouse –zone and printer where the document needs to be printed and updates the information in a MMD Print queue. The MMD Print queue collects all the MMD print requests and maintains the same. 

MMD Processing 

MMD processing is executed by a scheduler. 

A Scheduler will be designed to process MMD queue in will be installed and configured with a time interval to process the MMD queue. 

The scheduler processes the queue by creating Crystal reports Object and opens and executes the reports identified in the MMD queue. 

The queue also contains the information like warehouse/zone and printer information. 

Scheduler prints the selected report in the specified warehouse printer. 

Sequence 

· Application Clients request for MMD printing. 

· Data base find the warehouse and printer information add the request to the MMD queue. 

· A scheduler will be installed in the web server to processes the MMD queue and prints the report in appropriate printer. 

· Database maintains the metadata for Warehouse-Printer mapping for all the identified warehouses. 

· All the warehouse/zone printers will be shared or drivers will be installed in the web server. 

· The Crystal reports RDC (Report Designer Component) will be used by the scheduler to process and generate the report and to send it to the appropriate printer. 







































[image: ]



Hard ware and Software Requirements 

Hardware 

All the warehouse printers to be shared or printer drivers needs to be installed and configured in the web server. 

All network warehouse printers need to be part of the same intranet. 

Software 

Web Server: 

· Printer drivers for all the printers to be installed and configured in the web server. 

· Crystal Reports and Crystal RDC Component. 



Implementation of MMD printing

MMD printing is implemented by configuring all the warehouse printers in the web server. 

· Share the printers located in the warehouses where the MMD printing is enabled. 

· Configure the printers the in the web server as a Network Printers of the warehouses. 

· Install Printer drivers in the web server for printers where installation of printer drivers is mandatory. 

· Please print the test page for each printer before using MMD. This is to ensure the printer driver installation completeness. 

· Prepare and upload the metadata for warehouse- printer mapping for all the printers and warehouses. 

· Printer Name in the metadata should be same as the printer name configured in the web server.(any change in this name should be updated in the metadata table) 

· Install and configure the scheduler in the web server. 

· Add code to insert MMD request in to the MMD queue table in the database where the MMD printing needs to be enabled. 



MMD Approach 

Automatic MMD printing is developed for printing the MMD document in the warehouse/Zone printer as and when the document is authorized. Following are the main points. 

MDCF excel sheets are used to capture the following option setup and printer setup information.

1) Metadata: - Transaction type is metadata 





2) Option setup: - captures the details like printing level, transaction type printing, report name, printing enabled (yes or no) etc 



3) Printer setup: - captures the details of the printers mapped to warehouse and zone 



Following are the important advantages.

1) Document can be printed in multiple printers based on the printer setup for warehouse / zone 

2) Transaction based printing: - If transaction based printing is specified for a particular transaction then separate printer can be specified for this transaction at warehouse/ zone level. Otherwise irrespective of the document type, printing will happen in the printer(s) specified for the warehouse/Zone 

3) Printing level can be specified as warehouse or zone level for each document type. If printing level is warehouse for a document then printing will happen in printer(s) mapped for that warehouse.

4) If printing level is zone and printer is mapped for the zone then printing will happen in zone printer, if printer is not mapped for the zone then printing will happen in warehouse printer(s)

5) Separate report format can be used for each document type.



How auto MMD works 

Setup information captured in following tables 

MMD_MMDTRNTYPE_TRANS_TYPE       metadata 

MMD_MMDOPTSET_OPTION_SETTING Option setup 

MMD_PRINTER_SETUP                        Printer setup

Steps 

During the authorization of the document the sp MMD_DOCUMENT_LOG_INSERT_SP is called which will insert the details of the document in the table MMD_DOCUMENT_LOG with flag either as ‘W’ (Waiting for printing) or ‘H’ (Hold)

MMD scheduler has to be executed from App server. This can be configured to run continuously or in fixed interval. The scheduler calls the sp MMD_Document_Fet_SP, this will fetch the details like document no, document type, line no ( if any), printer name etc if printer is mapped for the warehouse/ zone and MMD printing is enabled , otherwise the flag is set to ‘E’ (Error) 

Scheduler will pass the output of the sp to crystal report file and it will call the sp MMD_RPT_MMDDOC_SP, this will populate the data for the reports. Now the report is ready with data 

Scheduler will send the report to the printer(s) (returned by the sp) and the document will get printed in the printer(s). If the printer is not physically available then the scheduler will update the flag to ‘E’ (Error) else the flag is updated to  ‘P’ (printed).



Capturing master data using MMD MDCF 

1) Provide RM server login information in the login page of MDCF

2) In the option setup page specify options for each transaction type as follows

Transaction type - Combo loaded with metadata.  

 	 	OU -   OU Instance

MMD Enabled - Combo loaded with Y and N. 

Level - Combo loaded with WH and ZONE. Based on this   MMD will be printed        In WH or Zone for the transaction type.	 

Report Name -   Enter complete path of the report file. (Provision for using different report file for each transaction type is provided). 

For tran type ‘GRCPT’ report name is GRSDoc_F_Ent_CreateRetWH.rpt.

For tran type ‘MRAOG’ report name is Pending_AOGMR_Automatic.rpt.

For tran type other than the above mentioned the report name is StockManagementReports_Automatic.rpt.

Transaction Based Printing – Combo loaded with Y and N. Select whether the printing is based on transaction or not. 

     Modeflag- Select modeflag based on the task 



In the printer setup page provide following details

Warehouse # - Warehouse No

Transaction Type – Combo loaded with metadata. Select the transaction type only if the transaction based printing is selected in the option setup

Warehouse OU – OU instance of the warehouse

Zone #- Zone number. (For the warehouse printer leave zone # as blank)

Printer Name – Name of the printer (In case of network printer give printer name alone. In case of shared printer give \\machinename\printername). Use printers option in the control panel for identifying printer names   

Use Fetch, Upload and Validate buttons for the corresponding task.



How to configure MMD scheduler

1) Install windows service based MMD scheduler in the web server by referring the Readme.txt available in the folder  ..\ CD6 – Tools\ MMD\MMD SERVICE

2) Run the table scripts under the table folder in RM server in the database avnappdb (This may be already installed as part of database dump restoration or script based installation) 

3) Run SP scripts under SP folder in RM server in the database avnappdb (This may be already installed as part of database dump restoration or script based installation) 

4) Run metadata script under the folder Metadata in RM server (This may be already installed as part of database dump restoration or script based installation)

5) Copy the relevant rpt file under the folder path mentioned in the table MMD_MMDOPTSET_OPTION_SETTING in web server 

6) Automatic MMD can be printed in both network printer and shared printer. Install network printers in app server using correct printer driver and establish connection to the shared printers 

7) Launch the application after uploading configuration information through MDCF.

8) Check the MMD service(RamcoAutoPrintMMDService ) is started and MMD will be printed in the printers based on the configuration and the document.  

Trouble shooting Guide 

1) Make sure that option setup is provided 

2) Make sure that printer setup is provided 

3) Check any record is available in the table MMD_DOCUMENT_LOG with value ‘W’ in the MMD_FLAG column.

4) If record available in step 3 then execute the sp MMD_Document_Fet_SP in the RM server. This will show the records that will be printed by the scheduler. If it is not giving any records as output then problem with printer setup or option setup.  Check the MMD_FLAG of the records, it will be updated to ‘E’  (Error)

5) If records available in step4 then execute the sp MMD_RPT_MMDDOC_SP with the output of step4. If this is not giving any records. Problem with document.

6) If record available in step 5 then either the name of the printer specified is incorrect or the printer is not physically available. 

[bookmark: _Toc266364794]10.0	Barcode Label Printing 

The Barcode printing process would generally be associated with a business transaction (e.g.) After a pack slip is created for shipments to a customer, a bar-coded pallet shipping label needs to be printed and fixed on the carton. Ramco Aviation Solution has Barcode labels linked with transactions. 

To print the label through these screens, user has to select the transaction details, (for example, the Pack slip number) and then press the Barcode printing button, to print the Barcoded label. 

Before making use of the feature, the Barcode label printing software (DYMO label writer printer and Printer drivers) has to be installed and configured

Architecture 



[image: ]



Initially a barcode label design layout is created using Crystal Reports Designer. This will be deployed as a report in the web server. This is a WYSIWYG interface for the barcode label. 

On clicking the barcode label-printing button on the Ramco Aviation application client, the web server receives the request and processes the same by interfacing with the Application server and database. 

The database and application server fetches the data required for generating barcode label. Then the web server sends the data to Crystal reports server. 

The Crystal reports server uses the deployed barcode label report and generates the barcode label. 

The generate barcode label would be sent back to Ramco Aviation Solution client and Crystal reports Active X Viewer would be used for displaying the report to the end user. 

The Crystal Reports Active X viewer is provided with a “Print” button, this can be used for printing the label to DYMO label printer configured in the network. 

The report generates separate printable page for each label. 

When the user selects the label report for printing in the ActiveX Viewer, the system prompts dialog box with the printers configured in the user’s client machine. 

User needs to choose appropriate DYMO label printer to print the barcode label. 





Hard ware and Software Requirements 

HARDWARE 

Web Server: 

· DYMO Label writer (Label printing device) 

 (Model DYMO Label Writer 330 Turbo) 

Printers can be configured in different workstations and can be accessed via other workstations connected in the same network. 

SOFTWARE 

Web Server 

· Internet Information Server with Crystal Reports Enterprise Edition 9.0 or above. 

Client 

· DYMO Label Printer Drivers.(Model DYMO Label Writer 330 Turbo)

(Drivers version should match with the network DYMO printer model) 

· Crystal Reports ActiveX Viewer. 

· Barcode font 



Installing the DYMO Label Writer 

DYMO Label Writer printer shipped with a Quick Start Guide and User Guide. 

Follow the instructions in the Quick Start Guide and User Guide to install your DYMO label printer. 

 Implementation of Barcode 

Barcode integration approach is implemented using Crystal reports designer. Steps involved in the process explained below. 

Prerequisites 

· DYMO Printer drivers for Turbo 330 to be installed in the machine where the report is designed. 

· Barcode Font Example: Free 3 of 9 Extended 

· TTX file for Database connection with sample data. 

Report Design 

1. Use a new report from file menu of the Crystal report and follow the sequence explained below. 

The following popup window appears and choose Mail Label wizard. 

[image: ]

2. Proceed with the mail label wizard and specify the appropriate ttx file for (Filed Definitions File) the report and choose next. 

Choose label type in the next step in the wizard. 

[image: ]

3. Specify the following setting in the wizard 

Label Size: 

Height : 2.31 

Width : 4.00 

Horizontal Gap Between Labels: 0.313 

Page Margins: 

Left Margin: 0 

Right Margin: 0 

Top Margin: 0 

Bottom Margin: 0 

4. Paint the Report as per Business Rule and follow the following important steps to get the label in each page. 

5. In Report menu select Section Expert, select details and in common option check the option a) New Page Before and b) New Page After, to get the each Label in page wise. 

[image: ]


6. Specify the following printer setting. 

1. Paper Size: 30256 Shipping 

2. Orientation: Landscape 

Save the report and complete the barcode label report. 

7. Sample Label Report is attached for reference. 

[image: ]

Accessing and Printing Label 

Login into Ramco Aviation Solution and Navigate to the transaction where barcode printing has been enabled. 

Click on the link to launch the report. 

The generated barcode report can be viewed in web browser (as shown in the below picture) 



[image: ]

On Selecting the print button system prompts for the printer to choose.(see the picture below) 



[image: ]



From the list of printers choose appropriate DYMO printer and click on OK to complete the printing. 



List of Transactions 

In the following transactions the barcode printing will be enabled. 

		Business Process 

		Business Component 



		Procurement 

		Goods Receipt 



		Inventory 

		Stock Issue 



		Maintenance 

		Component Work Order Report 



		Maintenance 

		Hangar Work Order Report 



		Maintenance 

		CWO Time Sheet Booking 



		Maintenance 

		HWO Time Sheet Booking 







[bookmark: _Toc266364795]11.0	Ezee View

[bookmark: _Toc266364796]	Ezee view feature is used to develop Part Supply Chain Performance feature. In order to make this feature enable new component “SPEXECUTOR” has also been provided. For this new component, Ouinstance to component mapping need to be provided through Deployment work bench. Once the mapping for this new component is completed, ensure to generate the config generator deliverables and deploy the same. 

[bookmark: _Toc266364797]12.0	 MCR Status Report Client Settings

To View MCR Status report, Microsoft Office (Version 2003) is required in client machines. While installing Microsoft Office 2003, the Option “Install Microsoft Office Web Components” should be selected. 

Note: Microsoft office web components come as an Add-in package with Office 2003 Installation CD. 

If Microsoft Office 2007 is already installed, then the Microsoft Office Web components can be installed through Control Panel -> “Add or Remove Components”   program option. 

[bookmark: _Toc244441164][bookmark: _Toc266364798]13.0	 Netronics Client Settings

Applications that intend to use Netronic Gannt Chart - Planning board function, have to install the following viewer utility in all Client machines.

Run the installation package “vcredist_vs2005sp1_x86.exe” available in the folder ..\CD4 - Manual Deployment\Netronics-Client in all client machines where NETRONICS Gannt chart is required. 

If Netronics Gannt chart is already present in client machines, follow the below steps to uninstall the older version:

a.	If the control is manually installed from vcgantt.cab file; then manually unregister the corresponding vcgantt.ocx file and delete all associated files.

b.	If the control is automatically installed to Downloaded Internet Programs; then it has to be manually uninstalled by visiting IE’s Downloaded Programs page.

When next time user visits a page containing NETRONIC ActiveX object embedded in it, the control will get automatically installed to Downloaded Programs space of IE.

Note: Please note that before this step ensure to complete the steps mentioned under the section 5.5 Object Attachments Client Settings

[bookmark: _Toc266364799][bookmark: _Toc244441161][bookmark: _Toc264015246]14.0	 Object Attachments Settings

For Object Attachments feature, a folder to be created for storing the document repository in the FTP server. If the application is hosted, FTP server also needs to be hosted.



The following Client Settings need to be done for Object Attachment.



i. Setting up Internet Explorer options

At the onset, you must define the Client settings in the IE 6.0 and above as listed below.

From the Internet Explorer, select Tools menu.

From the Tools menu, click the Internet Options.

From the General tab, select the Settings in the Browsing History cluster.
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ii. Select the ‘Check for newer versions of Stored Pages’ as “Every time I Visit the webpage”



[image: cid:image012.jpg@01CA1CD2.63CEFD60]































iii. From the Security tab, select the Trusted sites and then click Sites button.

iv. Add the application URL and FTP server URL to the list of trusted websites.



[image: ]

v. From the Security tab, select the Trusted sites and click Custom level… button.
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vi. In Reset custom settings, select the “Reset to:” to Medium-low or Low and click the Reset button.

vii. Enable all ActiveX controls and Plug-ins as shown in the next picture.



[image: ][image: ]

viii. From the Advanced Tab, select the Allow Software to run or install even if signature is invalid check box.
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ix. Select Pop-up Blocker in the Tools menu.

x. Select the Turn-off Pop-up Blocker, if it is turned on.



[bookmark: _Toc266364800][bookmark: _Toc234304128][bookmark: _Toc264015261]15.0	Schedulers to be configured 

The list of schedulers as mentioned in ‘Scheduler Job List’ annexure document need to be configured as SQL Job in RM Server.

To create a new Job, Follow the steps below:

a. Connect to SQL 2008 Object Explorer using sa user.

b. Start the SQL Server Agent. If it is in stopped status, then right click on SQL Server Agent and

Click Start

c. Expand SQL Server Agent, right click on Jobs. Give the name of the Job in the “Name” text box.

[image: ]



d. Click on “Steps” from the left pane of the new window job. Click on “New” push button.

step window pops up. Give the Step name and select the Database from the database combo.

Command text field, specify command to be executed and click on OK push button.











[image: ]



e. Click on Schedules from the left pane of “New Job” window and click on “New” push button. A

“New job Schedule” window pops up. Specify the name of the job in the Name text field. Ensure that

Enabled check box has been enabled. In the frequency section, specify the frequency of occurrence

from the Occurs combo. In the Daily Frequency section, click on “Occurs every” radio button and

specify the required timings from corresponding list boxes and combo. Under Duration section,

specify the start date and required End date and click on OK.
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f. Click on OK to finish the Job.

[bookmark: _Toc266364801]16.0	Scripts to be run

· Below Script to be run in RM server in master database for providing permission to 'OLE Automation Procedures',

sp_configure 'show advanced options', 1

GO

RECONFIGURE

GO

sp_configure 'Ole Automation Procedures', 1

GO

RECONFIGURE

GO

· Service broker



The Service Broker infrastructure has been implemented for forecast operations in order to schedule & perform the voluminous data processing operations by using multiple asynchronous queues with scheduled conversation handle/ delays in order to manage maintenance operations without using SQL Server Agent. This gives provision for flexible scheduling of work, which can translate to big improvements in both performance and scalability.

1. Stop and start the sql service

1. Execute below queries in application db



Declare @DBname nvarchar(50)

SELECT @DBname = DB_NAME()

exec ('ALTER DATABASE ' + @DBname + ' SET TRUSTWORTHY ON')

exec ('ALTER DATABASE ' + @DBname + ' SET ENABLE_BROKER')

[bookmark: _Toc264640231][bookmark: _Toc266364802]17.0	 Synonym Scripts deployment  

If the restored Database names for Aviation application, Workflow and HRMS application are different (other than “Avnappdb”,”WFM40” and “HRMS40” )  then the following synonym scripts need to be executed in mentioned order.

The scripts need to be run in a specific sequence and in specific databases as mentioned below:

1.   Manual_Deploy_R63C_GEN_01_SP1 - To be executed in HRMS database if the database name is other than HRMS40

2.   Manual_Deploy_R63C_GEN_01_SP2 - To be executed in Aviation Application database if the database name is other than AVNAPPDB

3.   Manual_Deploy_R63C_GEN_01_SP3 - To be executed in Aviation Application database if the database name is other than AVNAPPDB

4.   Manual_Deploy_R63C_GEN_01_SP4 - To be executed in Aviation Application database if the database name is other than AVNAPPDB

5.   Manual_Deploy_R63C_GEN_02_SP1 - To be executed in Aviation Application database if the database name is other than AVNAPPDB

6.   Manual_Deploy_R63C_GEN_02_SP2 - To be executed in HRMS database if the database name is other than HRMS40
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1. Introduction 


This installation guide provides necessary guidelines and steps that have to be followed for installing the necessary components required for the ‘Consolidated Financial Reporting’ function.


The installation comprises of the following 



1) FinancialReport.msi  (This will install the ‘exe’ which needs to be run in the web server)



2) Backend scheduler jobs ( Instructions will be provided in the manual to configure the same )


2. Prerequisite for Installation 


1. MS Office 2007 in the Web Server.


Please verify that Microsoft.Office.Interop.Excel assembly is available in C:\Windows\Assembly



2. .net framework 2.0 or above in the Web Server


3. Deployment


1) Run  the FinanceReport.msi  file to initiate the  installation .This file will be available in the folder - IIS\EXTUI\REP


[image: image1.png]Fle Edt View Favortes

Tools Help

Qw0 A

[ search [ Fotrs | |5 50 X ) | (- | (G pokersime

nddes [ 500

e =
Drrercarepotn

I Size [ Type [ Date Modified

Dhseup.ece

L190KE Windows Instaler P...  3/18/2010 6:09 PM
421K8 Applcation 31812010 6:09 P
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Click “Next” to continue
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Provide the same installation path as shown in the above screen shot, referring to the drive where IIS is installed.


Click “Next” to continue
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4. System Configuration and Manual settings



1. Configuring Deploy.ini file


Financial Report exe will work based on the details provided in Deploy.ini file., located in ‘..IIS\EXTUI\REP\deploy.ini’ (path in which the exe was installed).



Provide following details in the deploy.ini file.


<Server name>: The RM Server name 


<Username>: Username with read permission 


<Password> 


<Application database name>



<Input pathname (Report template and Report input xml file to be placed) >: D:\Program Files\VirtualWorks\IIS\Extui\REP



<Output pathname (Report outputs generation path) >:


D:\Program Files\VirtualWorks\IIS\Extui\REP



<Report-Input Xml file name> : FDP-ReportList.xml



              <Report Generation Template file name> :  FDP-Template.xlsm


Sample settings in Deploy.ini have been provided below for reference:



Ramcovm430


Rvwuser


Rvw


AVNAPPDB



E:\Program Files\VirtualWorks\IIS\Extui\REP



E:\Program Files\VirtualWorks\IIS\Extui\REP



FDP-ReportList.xml



                FDP-Template.xlsm


2. Macro Settings



Open an excel application



Select excel options from the menu as show in the below screen shot  
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In the Trust Center tab --> Macro settings select the below option 



           Disable all macros except digitally signed. 
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Click “Ok” to apply the settings



3. CIM Interactions



Kindly ensure that the CIM interactions are provided as per the excel provided in the shipment.


4. New activity role mapping



Kindly do the role mappings for the new activity mentioned in the excel provided in the shipment.


5. Option settings in the application.



Launch the set option screen from 



Utilities --> Doc attachment --> Set options  



Provide Reports keeping’s FTP destination folder in the multiline for the Financial Reports as shown in the below screen shot.
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6. Setting up of scheduler jobs



Create and enable the jobs for following sps:



			SP Name


			Purpose





			Dtpkg_main_sceduler


			Job to initiate business logic for reports





			Dtpkg_TrialBal_Main_SP


			Trial Balance Report





			Dtpkg_BalSheet_Main_SP


			Balance Sheet Report





			Dtpkg_incstmtfb_Main_SP


			Income statement Report





			dtpkg_incomestmnt_main_sp


			Cost Center profitability Report





			Dtpkg_output_data_popln_sch


			Job to assess the readiness of data package Ref # for “Export to Excel”
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[bookmark: _Toc234304132][bookmark: _Toc264015265]Administration Activities 

The following is the pre-requisite for the configuration of component using deployment workbench: 

· ‘Deployment meta data scripts’ for components to be executed in the application deployment database (i.e., depdb) 

· Ensure the application web server is running 

· Identify Organization Unit (OU) Instances for the application 

· Identify Roles for the application 

· Identify Users for the application 

· Identify Resources for the application 



Once the prerequisites are verified, the components would be available for the application. 

For execution of Deployment Workbench, launch Internet Explorer. Provide the “Address” as ‘http ://<webservername>/rvw’, the “Web Server Name” as entered for deployment during RVW runtime installation. Enter the login (Application administrator) details specified during installation of the deployment workbench (Initial Role Specific screen, See Figure 26). Then click the Login Option. 

The deployment workbench process is divided into three processes namely: 

· Implementation process: Identify the functional units of an application. The functional unit is then associated to the business components, which carry out the required business functionality. The information flow among the various functional units carrying out several business functions in the application is then captured. The various roles and their responsibilities in the application are defined. 

· Deployment process: The computing resources of an application are defined. The connectivity among the computing resources is also defined. The business functions performed by the functional units of an application are associated to the computing resources. 

· Administration process: The users of the application are defined. Users will be assigned to the roles created to carry out the activities provided by the business components in the various functional units of an application. Business process chain definitions are defined. Precision definitions are defined. 

The step below shows the setup of application for a new installation, i.e., Registering Ou, Roles, Users, Resources And Its Relationship, Component And Its Relationship With User – Role – Ou etc., 

Step 1: Activity: Organization Unit Instance Details (Implementation process) 

This activity is used for maintaining OU (functional Unit) instances of an enterprise, where one or more business functions are performed. 

Click the activity. The main page appears 
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		Screen Elements 



		Field 

		Description 



		OU Instance 

		Enter the name of organization unit already defined for retrieving OU Instance details. 



		OU Instance Desc. 

		Enter the description of the organization unit already defined for retrieving OU Instance details. 



		OU Instance ID (ML) 

		It is a number and non-editable field. 



		OU Instance (ML) 

		Enter the name of organization unit. The OU Name can be "16” characters long and consist of alphanumeric characters only. 



		OU Instance Desc. (ML) 

		Enter the description of the organization unit. The OU description can be “128” characters long and consist of alphanumeric characters only. 



		Address (ML) 

		Enter the address of the organization unit. The address can be “256” characters long. 



		Remarks (ML) 

		Enter the remarks of the organization unit. The remarks can be “256” characters long. The remark is not mandatory. 







ML: denotes Multiline screen elements 

To Save OU Instance Details. 

Enter the OU Instance (ML), OU Instance Desc. (ML), Address (ML) and Remarks (ML) in the multiline and press the “Save OU Instance Details” button. 



To retrieve OU Instance Details 

 Enter the OU Instance, OU Instance Desc. And press ‘Fetch OU Instance Details’, if no data is entered; the system retrieves all the OU Instance details define in the application. 



To Delete OU Instance Details 

Retrieve the OU Instance details, select check box against OU Instance, press multiline grid ‘Delete’ Icon and press the “Save OU Instance Details” button. 

Step 2: Activity: Perform OU Instance - Component Mapping (Implementation process) 

This activity is used to select the required business components and associate them to the OU Instances. 

Click on the activity. The main page appears 

[image: ]

		Screen Elements 



		Field 

		Description 



		OU Instance 

		Enter the name of organization unit already defined for retrieving OU – Component-mapping details. Help icon is provided to get ‘Help on OU’ 







		OU Instance Desc. 

		Enter the description of the organization unit already defined for retrieving OU– Component-mapping details. 



		Component Name (ML) 

		Editable field for specifying component name 



		Component Desc (ML) 

		Non editable field to display component description 







ML: denotes multiline screen elements 

To retrieve OU Instance – Component Mapping Details 

 Enter the mandatory ‘OU Instance’ and press ‘View OU Instance Component Mapping’ button 

To Save OU Instance – Component Mapping Details 

 Enter the mandatory ‘OU Instance’, Component Name (ML) and press the “OU Instance Component Mapping” button. If component name is not known, click ‘Help for Components’ (refer the section below titled ‘Help on Components’). 



To Delete OU Instance Details 

Retrieve OU Instance – Component Mapping details, select the check box and click the ‘Delete’ icon above the multiline and press the “OU Instance Component Mapping” button. 

Help on Components 

This activity retrieves all the components available in the repository. 

Select a component and press ‘OK’. This will transfer the business component name to the parent screen. 
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To retrieve the list of Components 

103. Enter the ‘Component Name’ or ‘Component Desc.’ and press ‘View List of Components’; if no data is entered, the system displays all the components available in the application. 

[bookmark: OLE_LINK1][bookmark: OLE_LINK2]To transfer a component to the parent screen 

104. Select a check box against a Component Name (ML) and press ‘OK’. 



		Screen Elements 



		Field 

		Description 



		Component Name 

		Enter the name of component for viewing its details. 



		Comp. Desc. 

		Enter the description of component for viewing its details. 



		Component Name (ML) 

		Non editable field to display component name 



		Comp. Desc. (ML) 

		Non editable field to display component description 







ML: denotes Multiline screen elements 

Step 3: Activity: Role Master (Implementation process) 

This activity provides a facility to define security roles for the application. Click on the activity. The main page appears.
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		Screen Elements 



		Field 

		Description 



		Role Name 

		Enter the name of the Role. 



		Role Desc. 

		Enter the description of the Role. 



		Duplicate Role Name (Check Box)

		Check this control create a new role by duplicating and existing Role. 



		Role Name (ML) 

		Enter the name of the Role. The Role Name can be “20” characters long and consist of alphanumeric characters. 



		Role Description (ML) 

		Enter the description of the Role. The Role description can be “60” characters long and consist of alphanumeric characters only. 







ML: denotes multiline screen elements 

To retrieve the Roles defined 

105. Enter the ‘Role Name’ or ‘Role Desc.’ and press ‘Fetch Roles’; if no data is entered, the system displays all the Roles defined in the application. 



To Save a New Role 

106. Enter the Role Name (ML), Role Description (ML) and press ‘Add Roles’ button. 

106a. To Duplicate a New Role from an existing role – Enter an existing Role Name in the Role Name (Header control) and enter a new Role name(ML) and Role Description (ML) and press ‘Add Roles’ button. 

To Delete a Role 

107. Retrieve the roles defined in the application, select check box against a role, select the ‘Delete’ icon above the multiline and press ‘Add Roles’ button. 



Step 4: Activity: Map Enterprise Roles (Implementation process) 

This activity is used to set permissions for roles. Each role defined in the application can perform a set of activities provided by the business components. This activity provides a way to map the role name to a combination of OU instance, business component and activity name. The OU instance to business component name association should have been done earlier. 

Note: You can set permissions for roles, only if OU Instances, Roles, Components, Activities and OU-Component combination is already defined for the organization unit. 

108. Click the activity. The system displays in the main page. 
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		Screen Elements 



		Field 

		Description 



		Role Name 

		Enter the name of the Role. Help Icon is provided to fetch Roles already defined. 



		OU Instance 

		Enter the name of organization unit. Help Icon is provided to retrieve OU instances already defined. 



		Component Description

		Fetches all the components mapped to the OU through “Perform OU Instance to component mapping” screen.



		Access Rights Filter

		To fetch all permitted / unpermitted for the given role/OU/component combination



		All Ous 

		An Option that can be used during Save to specify that the mapping (insert / update / delete) must be done for all the OU’s and the given role. 



		Map All tasks to Role OU Combination

		To cascade insert all Task level data also for all the activities that are mapped in this screen against the provided Role/OU/Component combination



		Component Name [ML] 

		Provide a valid Component Name that is associated with the OU Instance given in the header. 



		Comp. Desc. (ML) 

		Displays the description of component. 



		Activity (ML) 

		Provide a valid Activity name that is associated with the component given.



		Activity Description (ML) 

		Displays the description of Activity. 



		Grant Access To All Tasks (ML)

		To provide task level permission to all ilbo /task combinations for a specific Activity for the given role/OU/Component.



		Access Rights (ML)

		Depending upon the Grant Access To All Tasks (ML) column, this will have the values “Full” or “Restricted”.









ML: denotes Multi line screen elements 

To add New Role – OU – Component – Activity Mapping 

109. Enter the 'Role Name' and 'OU Instance' name and select 'Help on Component-Activity' link. This will take you to the 'Help on Component-Activity Details' screen. See Figure 69. Now enter the 'Component Name' and select 'Fetch Components And Activities For Given OU'. This retrieves a list of components and activities mapped for the given OU in the Perform OUInstance – Component Mapping activity. Select the required activities, click on the “OK” pushbutton. Once the details are transferred click the ‘Save Role Mapping Details’ in the Map Enterprise Roles page. If the Activity has to be mapped to all the OU’s for the given role, then the All OU’s option must be selected and the OU Instance name must not be provided. 



Note: Multiple transfers are possible from the “Help on Component – Activity” page to the “Map Enterprise” page. 

To retrieve Role – OU – Component – Activity Mapping 

110. To retrieve the Role Mapping details, enter valid role and OU instance in the header click on 'Fetch role mapping details' pushbutton. 



To delete Role – OU – Component – Activity Mapping 

111. Enter ‘Role Name’, ‘OU Instance’ name and fetch the data by clicking on 'Fetch role mapping details' button. Select the Activity that you want to delete and click the 'Delete’ icon above the multiline and click 'Save Role Mapping Details' button. If the Activity mapping must be deleted for all the OU’s for a given role, then the All OU’s must be selected and the OU Instance name must not be provided. 



Help on Component-Activity Details 

This activity provides list of component–activity for the given OU Instance and component. 

[image: ]



		Screen Elements 



		Field 

		Description 



		OU Instance 

		Enter the name of organization unit. 



		Component Name 

		Provide a valid Component Name that is associated with the OU Instance to fetch corresponding activities 



		Component Name [ML] 

		Displays the Component Name as a result of fetch. 



		Comp. Desc. (ML) 

		Displays the description of components. 



		Activity (ML) 

		Displays the Activity names that are associated for the component. 



		Activity Description (ML) 

		Displays the description of Activity. 







ML: denotes Multi line screen elements 

To retrieve Component – Activity Details 

112. Provide Component name for which the activity details are needed and press ‘Fetch Components And Activities for Given OU’. If the OU Instance and component name are empty, the system lists the entire Component–Activity details. OU Instance is taken from previous page. 



To transfer Component – Activity Details 

113. Fetch Component – Activity Details, select the required check boxes against the component - activities and press ‘OK’ button to transfer. 



Step 5:Activity: Resource Details (Deployment process) 

This activity is used to register every machine (server) and its role in the business component deployment in the enterprise is created as a resource. Resources can be of type Web server, 
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Gateway, Application (App) server and Resource Manager (RM) server. Resources of the type Client and File Server are not required for installation of web-based business components. 

Note: The resource details must have already been defined while installing deployment workbench. 

114. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		Resource ID 

		Enter the Resource Id that you want to retrieve. This field is optional. 



		Resource Name 

		Enter the Resource Name that you want to retrieve. This field is optional. 



		Resource Type 

		This field specifies the type of the resource like Client, Web server, Gateway, File Server, App Server, RM Server etc. 



		Resource ID (ML) 

		Enter the Resource ID. It can be 32 characters long and can be alphanumeric. 



		Resource Name (ML) 

		Resource Name is the description of the Resource. It can 40 characters long and can be alphanumeric. 



		Resource Type (ML) 

		This field specifies the type of the resource like Client, Web server, Gateway, File Server, App Server, RM Server etc. 



		Provider Type (ML) 

		This field specifies the provider type of RM server resource like SQL Server, Oracle, None 



		Cluster (ML)

		This column was introduced for future enhancements.  Currently the value for this column should be set to “No” only.



		User Name

		Enter the SQL User name (if the Resource Type (ML) value is selected as RM Server) with which back end connections to the RM Server will be made.



		User Password

		Enter the SQL User Password (if the Resource Type (ML) value is selected as RM Server) with which back end connections to the RM Server will be made.



		Remarks (ML) 

		Enter the remarks of the Resource. The remarks can be 40 characters long. The remark is not mandatory 







ML: denotes Multiline screen elements 

To retrieve Resource details 

115. Enter Resource ID, Resource Name (both are optional), select mandatory Resource Type and press ‘Fetch Resource ID Details’. The resource details are displayed in the multiline. 



To add Resource details 

116. Enter Resource ID (ML), Resource Name (ML), select Resource Type (ML), if Resource Type (ML) is ‘RM Server’; select Provider Type [ML) as ‘SQL Server’ for the remaining resource type select Provider Type [ML) as ‘None’. Enter optional Remarks (ML) and press ‘Save Resource Details’. 



To delete Resource details 

117. Fetch the resource details by clicking on 'Fetch Resource Details' button, select the check box against the Resource ID (ML) that needs to de deleted and click the “Delete” icon above the multiline and click 'Save Resource Details' button. 



To update Resource details 

118. Retrieve the resource details by clicking on 'Fetch Resource ID Details' button, select the Resource ID (ML) row that you want to update, the following fields can be updated ‘Resource Name (ML)’, ‘Resource Type (ML)’, ‘Provider Type (ML)’ and ‘Remarks (ML)’ and click ‘Save Resource Details’ button. 



Step 6:Activity: Configure Resource Relationship (Deployment process) 

This activity is used to define the connectivity details between resources of the enterprise. The connectivity between resources can be of the following combinations: 

· Web Server to Gateway / Gateway to Web Server 

· Gateway to App Server / App Server to Gateway 

· App Server to RM Server / RM Server to App Server 



In case of first time installation Web Server to Gateway mapping alone will be needed, the other mappings will already be existing as they are defined while installing deployment workbench. Check for existence of mapping between AppServer and Gateway Server, Appserver to RM server, Gateway to Webserver etc. exist. If the mappings are not defined, then create the mappings. 

Note: Ensure that resources are defined. 

119. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		Resource Type (Source) 

		This combo box lists all the available resource types for the source. 



		Resource ID 

		This field expects the Resource ID for the source resource. It is a mandatory field. 



		Resource Type (Destination) 

		This combo box displays the destination resource types applicable for the selected source resource type. When the source resource type is changed, the destination resource type combo is reloaded. 



		Resource ID (ML) 

		This field expects the Resource ID for the destination resource. It is a mandatory field 



		Resource Name (ML) 

		This field expects the Resource Description for the destination resource. 







ML: denotes Multi line screen elements 

To add Configure Resource relationship 

120. Select the first source "Resource Type" using the drop down box, based on the source Resource type selected the destination "Resource Type" drop down box will be loaded. Select an appropriate Resource type and enter the Resource ID (Help icon is provided if 'Help on Resource ID" is required). Click 'View Resource Relationship' will display the destination resource details in the multiline. If the "Resource ID (ML)" is blank, enter the details and click on “Save Resource Relationship” button to save the resource relationship. 



To view Configure Resource relationship: 

121. Select the source resource and destination resource type. Enter the source resource ID; retrieve the mapped target resource details using the ‘View Resource Relationship’ button. 



To delete Configure Resource relationship: 

122. Retrieve the destination resource details using the “View Resource Relationship” and select the check box against the mapped target Resource ID and click the “Delete” icon above the multiline and click on “Save Resource Relationship” button. 



Step 7:Activity: Map Components to RM Server (Deployment Process) 



A business component will have database objects such as tables, stored procedures etc. to be installed in the database server. This activity comprises mapping an RM Server ID to an OU Instance - Component Name combination, providing a Primary DB name as input. 

Note: Ensure the following: 

A resource of type RM Server should be defined. 

A mapping must have been defined between the OU Instance and Component. 

1. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		Resource ID 

		This field expects the Resource ID for the RM resource type. It is a mandatory field. 



		OU Instance (ML) 

		Enter the OU Instance ID. Note that OU Instance should have mapped to the Component. 



		OU Instance Desc. (ML) 

		A non-Mandatory field that displays the description of the OU Instance 



		Component Name (ML) 

		Enter the Component that has already been mapped to the RM Server resource 



		Comp. Desc. (ML) 

		A non-Mandatory field that displays the description of the Component 



		Primary Database Name (ML) 

		Enter the Name of the Primary Database 







ML: denotes Multi line screen elements 

To view RM Server to an OU Instance - Component mapping: 

2. Enter the RM Resource ID (Help Icon is provided to get help on Resources of type Resource Manager) and click ‘View Component to RM Mapping’ button. 



To delete RM Server to an OU Instance – Component mapping: 

3. Fetch the RM server to an OU Instance – Component mapping, select the check box against the OU Instance – Component mapping row, click the “Delete” icon above the multiline and click ‘Map Components to RM Server’ 



To ADD RM Server to an OU Instance – Component mapping: 

4. Enter Resource ID, OU Instance (ML), Component Name (ML), and Primary Database Name (ML); click ‘Map Components to RM Server’. If OU Instance and Component mapping is not known ‘Help on OU Instance – Component’ link is provided. Click on the link ‘Help on Organization Unit instance and Component mappings’ page will appear, enter OU Instance (or) Component name and click ‘Fetch OU Instance-Component Mapping Details’ will retrieve the details in the multiline. Select the rows and press ‘OK’ to transfer the data to parent page. 



To update primary database server name: 

5. Retrieve the RM server to an OU Instance – Component mapping, select the row and change the primary database name. 



Step 8:Activity: Map Components to App server (Deployment Process) 

A business component has middle layer software objects such as BRO DLL, BE error files, service files etc. to be installed in the Application server. This activity provides mapping between the resource of type application Server and the OU–Component–Shadow mapping. 

Note: Ensure the following:

A resource of type App Server is defined. 

The OUInstance and Component mapping exists. 

Map Component to RM server is defined. 



123. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		App Server ID 

		Enter the Resource ID, which is of type App Server. 



		OU Instance (ML) 

		Enter the OU Instance ID. Ensure that OU Instance is mapped to the Component. 



		OU Instance Desc. (ML) 

		A non-Mandatory field which displays the description of the OU Instance 



		Component Name (ML) 

		Enter the Component that has already been mapped to the RM Server resource 



		Comp. Desc. (ML) 

		A non-Mandatory field which displays the description of the Component 



		Shadow ID (ML) 

		Enter the Shadow ID. (Currently Shadow ID cannot have any value other than zero) 







ML: denotes Multiline screen elements 

To view App Server and the OU Instance – Component mapping: 

124. Enter the App Server ID (Help Icon is provided to get help on Resources of type Application server) and click ‘Fetch OU Component Details’ button. 



To delete App Server and the OU Instance – Component mapping: 

125. Fetch App server and the OU Instance – Component-mapping details by providing App server details. In the multiline select the row against the OU Instance and Component combination, click the “Delete” icon above the multiline and click ‘Map The Components To The Application Server’. 







To add App Server and the OU Instance – Component mapping: 

126. Enter App Server ID, OU Instance (ML), Component Name (ML), and Shadow ID (ML); click ‘Map The Components To The Application Server’. If OU Instance and Component mapping is not known ‘Help on OU–Component–Shadow’ link is provided. Click on the link ‘Help on OU Instance - Component Name - Shadow ID Combination’ page will appear, enter optional OU Instance, Component name, Shadow ID, RM Server ID, Primary database name and click ‘Fetch OU Instance-Component Shadow Mapping’ will fetch the details in the multiline. Select the rows and press ‘OK’ to transfer data to parent page. 



Step 9: Activity: Perform Web Server – Role mapping (Deployment Process) 

A business component has web based software objects such as ASP, FE error files etc. to be installed in the web server. The roles are associated to resources of type “Web Server” in this activity. 

Note: Ensure that the Web Server and the roles are already defined. 



127. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		Resource ID 

		Enter the Resource ID, which is of type Web Server. 



		Role Name (ML) 

		Enter the Role Name. The role name can be “20” characters long and consist of alphanumeric characters. 



		Role Description (ML) 

		A Display field which shows description of Role 







ML: Denotes Multiline screen elements 

To view Web server – Role Mapping: 

128. Enter the Resource ID of web server resource type, click ‘Fetch Webserver – Role Mapping’ button. 



To delete Web server – Role Mapping: 

129. Retrieve the Web server – Role mapping details, select the row against the Role Name in the multiline, click delete icon and press ‘Save Webserver – Role Mapping’ button. 



To add Web server – Role Mapping: 

130. Enter the Resource ID of web server resource type, enter Role Name in the multiline if known otherwise click ‘Help on Role Name’ to get help on Role details and select appropriate role and transfer back the details to this page. Click ‘Save Webserver – Role Mapping’ button. 



Step 10:Activity: User Information (Administration Process) 

This activity is used to create and maintain user information. 

131. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		User Name 

		Enter the name of the User [Optional). 



		Full Name 

		Enter the full name of the User (Optional). 



		User Disabled 

		Select the type of user in this field. If ‘Yes’ is selected, all disabled users will be fetched. If ‘No’ is selected, all enabled users will be fetched. 



		Reset All User (Check Box)

		All existing users will be reset to their initial setting – this would make them behave like a newly created user.



		User Name (ML) 

		Enter the name of the User. The User Name can be “12” characters long and can consist of alphanumeric characters. 



		Full Name (ML) 

		Enter the full name of the User. Full User Name can be “255” characters long and can consist of alphanumeric characters.



		User Password (ML) 

		Enter the password of the user here. The Password can be “25” characters long. 



		Middlename (ML)

		Enter the middle name of the User.



		lastname (ML)

		Enter the last name of the User.



		User Description (ML) 

		Enter the description of the user here. The User description can be “255” characters long and can consist of alphanumeric characters. 



		Email (ML)

		Enter the email id of the User.



		User Disabled (ML) 

		Enter the type of user in this field. If ‘Yes’ is entered, it signifies that the user is disabled. If ‘No’ is selected, is signifies that the user is enabled. 



		User A/c Exp Period (Days) (ML) 

		Enter the Number of Days a user is entitled to access the system. This is optional. 



		Reset All User (ML) 

		The user’s behavior will be reset to their initial setting – this would make the user will behave like a newly created user.



		Effective From Date (ML)

		Specify a date from which the user will be valid



		Effective To Date (ML)

		Specify a date until which the user will be valid







ML: denotes Multi line screen elements 

To view User Details: 

132. To view the User details click on the “Fetch User Details” button. The User Name, Full Name and User Disabled fields in the header can be used as filters to fetch the data in the multiline. 



To add User Details: 

133. Provide user information in the multiline like User Name, Full Name, User Description, User Password, User Disabled, optional ‘User account expiry period’ and default ‘Is Theme User’. Click ‘Save User Details’ button. 



To update User Details: 

134. To update User details, retrieve the data by clicking on “Fetch User Details” button and modifying the data available in the multiline except for User Name. Then click the “Save User Details” button to save. 



Step 11: Activity: Map Organization Units to User (Administration Process) 

The activity provides the facility to map the User with various Organization Units. 

Note: Ensure that the Users and OU’s have been defined: 

135. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		User Name 

		Enter the name of the User. Help icon is provided to get help on Users 



		OU Instance (ML) 

		Enter the OU’s, which are to be mapped to the User. The OU Instance Name can be 16 characters long and can consist of alphanumeric characters. Help link ‘Help on OU Instance’ is provided to get help on OU Instance details. 



		OU Instance Desc. (ML) 

		The OU Instance Desc is a read only field. It gets populated when an OU is mapped and fetched. 









ML: denotes Multiline screen elements 

To view the OU’s mapped to User: 

136. Provide user name in the header field and click on ‘Fetch Organization Unit’ button. The various OU’s mapped to the user are retrieved in the multiline. If User Name is not known, ‘Help on User Name’ icon is provided to get help on User name. 



To map the User to OU’s: 

137. Provide user name in the header field, valid OU’s in the multiline and click on 'Save Organization Unit' button. If OU instance are not known, ‘Help for OU Instance’ link is provided to get help on OU Instances. 



To delete the Users map to OU’s: 

138. Fetch the OU’s mapped to the User and delete the particular OU using the “Delete” icon above the multiline and click on 'Save Organization Unit' button 

Step 12:Activities: Set Role To User OU Mapping / Set User to Role OU Mapping (Administration Process) 

You can either use the “Set Role To User OU Mapping” or “Set User to Role OU Mapping” to Map Users, Roles and OU’s, based on which the business component and activities will be available for the login user. Lets proceed with the activity ‘Set Role To User OU Mapping’. 

Note: Ensure the following: 

User’s should have been defined and OU’s should have been mapped to this User’s 

Roles should have been defined and the Roles should have been mapped to the activities of the Component. 



139. Select the ‘Set Role To User OU Mapping’ activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		User Name 

		Enter the name of User. ‘Help on User’ is provided 



		Full Name 

		The Full Name as entered while creating the User, will be displayed. 



		Detailed Fetch 

		By default it is checked. If checked, the detailed information of user role OU combination is retrieved.



		Role Name (ML) 

		Enter the valid Role Name, which has already been created using Role Master Activity. ‘Help on Role’ link is provided to get help on role names already defined in the application. 



		Role Description (ML) 

		Displays the description of the Role Name. 



		OU Name (ML) 

		Enter the valid OU Name, which has already been created and mapped to User. 



		OU Description (ML) 

		Displays the description of the OU Name. 



		All OUs (ML) 

		While saving if this is checked, then user will be mapped to all OUs under the given role Provided the User-OU mapping exists. While retrieving this will be checked, if user is mapped to all OUs under the given role. 









ML: denotes Multiline screen elements 

To view Role-OU mapped for a particular user: 

140. Enter a valid user name and click on the ‘Fetch User Role Mapping’ button. If details of all Role-OU combination check the Detail Fetch check box and click the ‘Fetch User Role Mapping’ button. 

To save User – OU – Role mapping: 

141. Enter a valid user name in the header, role name, OU name in the multiline and all OU’s checkbox uncheck and click on ‘Save User Role Mapping’. If the user want to map all the OU’s that is mapped to both user and role he has to enter user name in the header, role name in the multiline and Check all OU’s checkbox and Click on the ‘save user role mapping button’. 



To delete User – OU – Role mapping: 

142. Provide the User Name in the header, and fetch the Role Details in the multiline. Select the Role you want to delete and click the “Delete” icon above the multiline and click the 'Set User Role Mapping' Button. 

Step 13:Activity: Business Process Chain Definition (Administration process) 

The activity is used to define Business Process Chains and the relevant components for the Business Process Chain. 

Note: Ensure that the business component is already defined: 

143. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		Parent Node ID 

		Numeric which denotes parent node ID 



		Parent Node Name 

		Displays the parent node name. 



		Parent Node Description 

		Displays the description of parent node. 



		Parent Node Type 

		Predefined values displayed in the combo like ‘Root’ and ‘Intermediate’ 



		Node ID (ML) 

		Auto-generated, display only field, which displays the node ID. 



		Node Name (ML) 

		Enter node name, it is short name for node. 



		Node Description (ML) 

		Enter node description, it is the name displayed in the application. 



		Node Type (ML) 

		Predefined values displayed in the combo like ‘Root’, ‘Intermediate’ and ‘Leaf’. 



		Parent Node ID (ML) 

		Display only, which displays the parent node ID. 



		Component Sequence (ML)

		Specify a numeric value (running serial no.) to display the components / BPC process names to display in a specific sequence.







ML: denotes Multiline screen elements 

To view Node details: 

144. Enter Parent Node ID and click on ‘Fetch BPC Details’ pushbutton. The system will display all the child node details defined for the given node in the multiline. If Parent Node id is left blank (or) Parent Node id is Zero ‘0’ then the system displaysall the details of node type ‘Root’ in the multiline. 



To add Node details: 

145. Enter Parent Node ID and give appropriate child node details (i.e., Node Name, Node Description, Node type) in the multiline. Click ‘Save BPC Details’. If Parent Node ID is left blank (or) Parent Node id is Zero ‘0’, only the root node type can be defined. 
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Note: A Root Node can have an intermediate type node or leaf type node as its child nodes, whereas an Intermediate type of node can have only leaf type of nodes under it. Leaf type of node cannot bear children. The node name, description and type are entered in the multi line are saved as Child Node details for the given Parent Node ID. Leaf type of nodes should be a valid component name as node name. If the node description is not given for a node, the node description will be defaulted with node name. 



To delete Node details: 

146. Fetch the node details in the multiline, select the node details check box in the multiline, click the “Delete” icon above the multiline and press ‘Save BPC Details’. 



Note: All child nodes/intermediate nodes must be deleted before deleting the root node. Similarly, before deleting the intermediate nodes; all child nodes must be deleted. 

Help on Parent Node 

147. This link is provided to get help on root / intermediate type of nodes defined in the application. 

Step 14:Activity: Set User Defaults (Administration process) 

This activity is used to set the default Role, default OU and default language for the user to login to the application. You can Login by giving the username and password alone. The login would happen in the default role, OU and language mentioned in this activity. 

Note: Ensure that the Users, OU Instances and Roles and Mapping between the Users – Roles – Ous are already defined. 

148. Click the activity. The main page appears. 
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		Screen Elements 



		Field 

		Description 



		Role Name

		Select the Role Name



		Default OU Instance

		Select the default OU instance that can be applied to all unmapped user details.



		Default_Language

		Select the default Language that can be applied to all unmapped user details.



		User Name

		Filter criteria – select a specific user alone



		User Defaults Set

		File to display only unmapped users / mapped user or both.



		User Name (ML) 

		Enter User name 



		Default Role (ML) 

		Enter the default Role for the User. 



		Default OU Instance (ML) 

		Enter the default OU for the User. 



		Default Language (ML) 

		Select the default language for the User. 



		Default Activity

		Specify the Activity ID that should be launched as soon as the user logs in into the system.







ML: denotes Multiline screen elements 

To view User Defaults: 

149. On launch of the page, all the users and their default settings (if) defined will be retrieved. If no default settings exist for a user, then OU Instance and Role will be blank and the Language will be defaulted to ‘US English’. 



To update User Defaults: 

150. On launch of the page, all the users and their default settings (if) defined will be retrieved. If no default settings exist for a user (or) if the existing setting for the user needs to be changed, change only default Role, OU and Language. Click on ‘Save The User Defaults’. 



Note: You cannot delete the default values set. 

‘Help on OU Instance’ and ‘Help on Roles’ links are provided to get help on OU instance details and Roles respectively. 

If required to add more components for predefined OU Instance, Role, User, Resource and their mapping exists. Then the following steps must be executed: 

• ‘Deployment meta data scripts’ for the components has to be executed in the deployment database of the application server. 

• Step 2: Activity - Perform OU Instance - Component Mapping (Implementation process) 

• Step 4: Activity - Map Enterprise Roles (Implementation process) 

• Step 7: Activity - Map Components to RM Server (Deployment Process) 

• Step 8: Activity - Map Components to App server (Deployment Process) 

• Step 13: Activity - Business Process Chain Definition (Administration process) 







There are some more activities in the deployment workbench that are not vital during ‘Configuration of Business component’. These activities are just used for viewing details or to perform some tasks. Some of the activities and tasks are briefly explained below: 

151. Activity: Map Implementation model - Component interaction details (Implementation Process). This activity comprises interaction between components. This is mandatory when two components interact with each other, when components are defined in same OU or different OU. 

152. Activity: Password Policy (Administration Process). This activity is used to restore Password Policy, Default Values or Update Password Policy Details. 



153. Activity: Set Defaults for User Preferences (Administration Process). This activity is used to maintain various defaults details regarding the preferences like formats and styles for Number, Time, Date and Error display type etc. 

154. Activity: Precision Type Definition (Administration Process). The decimal length of the Precision Type can be updated in this activity. 

155. Activity: Change User Status (Administration Process). The activity comprises of unlocking and enabling user accounts.

After performing these steps Config dlls have to generate using ConfigGenerator.Exe as mentioned in section 3.6 or 3.7.
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